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R BETEIR ON/OFF &1 31z Dl % 5%

TR Tibii ¥ © [4-10. TR

- LAN > WAN O IP 77 R L R P0BIEE— X, .
A>2F—Tx14X S © [4-3. A>5F—TTA(R]
T/)\A)LBERFK B/ AILBERFERELET. © l4-11. E/\AILEEHHR]
B © [4-12. 4R LAN]
IR LAN IR LAN ZRELUE T,
7O NEE OJ4>7Hho> NEEBDREELUETD, © [4-13. 770> hNEH)

XTI E— REEOHTHERTEET,



28 BEAIONVR

2-4. RTEDIR

apply AN REFEITIDE. set AN RTHRELZREZEMCITDENTEET,

e set N> RTHEREULCHBEZBMCULET,
>R apply config
INSA=5 AW
EE E~yl
Rooster0S> apply config < IXYRZAS
Rooster0S>
WIERME RTEIRL
iz COOAX> RE7 RN R MNE— RTOMHMERTIRET T,
RERNBICKDTFLAN REDRY N T =D+ 24— T XD - BIEHEAFELE LT SSH AT
ENBHZENSDET

2-5. ETEDMEFMEAETINRT

REZMEREAT (CESIADICE, save IV RZFEALET,

Hege set AN RTHREULRBZHREFLET .

vk save config

INSA=4 N

EniE E1TH
Rooster0S> save config < INXYRZASD
Rooster0S>

WIHAME HERL

e ZOOAX RE7 RN A MNE— RTOMHMERTIRET T,




N o e [

2-6. O A > )\RAT— RDKE

password INX > REFETIDE. O >1—HFDOTA VIR D—REREITDICENTEET,

Heae OJ4>1—50004 > )R D— REZELET,

av>R password

INSA—4 ELI\SKA—4F .  JIRDT—RXFF (¥ 8 XFULDF)
e ESGYIR

Rooster0S> password <Y RzAN
FILWIRD—R (83FUL) -
HE—EBASLTIZEN

Rooster0S>

HEAME root

e« /(X O— RERRESNELA.
L JCRO—RCIE. AXF. IXF., BF, 28280, 8 XFUL 32 XFUFTAHLE
=0\,
¢« ANTERVEEZSDNTHE/ (R T— RICHETETERA.
© 843 TRoosterDRX_EUREHBEE®D 2-7. AN TERVEEE—E] #ZBIESL,
s — I —HTEITURES. NERMEATY (CHBEESNET.

n MEA (XD — R(FOTA DB OB TEEF S0,
ZORR, #HEAZ=NICKWIXDT—RICULTTFEL,




2-7. BRIDFRR. NIE

date AN RZRITI DL, BRIZH/ET D ENTEFT,

HERe BRI ZRELE T,
v R date [ set { YYYY-MM-DD } { hh:mm:ss } ]
INSA—4 YYYY-MM-DD : £ABF—%
hh:mm:ss : B> —4
EhE E47
Rooster0S> date set 2021-01-12 03:45:56 <%EJIDINVRE A
Rooster0S> date <HWS 92N> RzE AN
Tue Jan 12 03:46:07 JST 2021
Rooster0S>
¥EAE 2L
i INSA=FRUTETUZEES. REORLZEEULET,

)« JST (BAE#R) TAALLEE,




I m weaes [

2-8. J7—LADTT7DOT7YVIF— K

2-8-1. J7—ADITIV7DEH (FTP/TFTP)

HEE FTP/TFTP ZERALTCI 7 —AD T 7 ZEHLFT.

<> R update Firmware {FILE-NAME} { tftp { A.B.C.D | FQDN } | ftp { A.B_.C.D | FQDN }
{ USERNAME } { PASSWORD } }

INSA—=4 FILE-NAME : J7—ADI 70T 7AI)L%&

titp. ftp: O RIIL

AB.C.D. FQDN: FTP H—/){D IP 7RLX

USERNAME : I1—H% (JORIILA titp DBEEFRE)
PASSWORD : /{XT—R (O~ titp DIHEEAE)

fE EX TN

Rooster0S> update firmware rooster.rsys ftp 192.168.XXX.XXX user pass
download firmware. ..done TIX>REATD
install firmware...done

post-processing of firmware update...UBI device number 1, total 376 LEBs
(95485952 bytes, 91.0 MiB), available 0 LEBs (0 bytes), LEB size 253952
bytes (248.0 KiB)

done
Rooster0S>
eSS - OO0+ )R D— RN TIBHAEMREEDEEDFEET v IF — M TEEBA. OJ12/(XT—R

EEEICTYVIT— RETO>TIES0,

D7 —ADTTDF O O—RIE 60 FURTITO> TS EEL,

c J7—LATTTIN—23> 300055920 — RETORBE. REBRIMEESNTISHE
REEEIRDFETDTTEELZE, DRX5002

m TJ7—AIITTFOTYIF—RTIERTIBET. 10 PEENMDET., PvIF— ~h(E,
133 (BB OFF ERBRNEDICLTLIREN, BERREERBBNNBDET, TNIC
KDEMERBEE IS TEiRE,. BEBBERDFETOTTIEMNET.

ll RIEDAENMRESNZRY RNDO—2OTERL TS0,




I S -

2-9. T EREY—) \NEpx
upload ONX> RZEFHAULT, BEBRI 7 MILERBED FTP H—/NCEX TR ENTETET,
2-9-1. REBHRI7AI)L2Y—)\N¥gx (FTP/ TFTP)

BeEE DRX DSRET 7 A ILaY—) \NEmELE T,

<R upload config { FILENAME } { tftp { A.B.C.D | FQDN } | ftp { A.B.C.D | FQDN }
{ USERNAME } { PASSWORD } }

IS A—5 FILENAME : :RET 71L&

thtp, ftp : O RIL

AB.CD: IP 7RLX

FQDN : FQDN (&X 253 XF)

USERNAME : I1—H& (O RIILN titp DBEEFAE)
PASSWORD : J{XDJ—R (FOKIJJLA titp DIFEFAE)

BfF e

Rooster0S> upload config filename ftp 192.168.XXX.XXX user pass <X RZAN
Rooster0S>

n BESAENMREENERY ND—OTERL TS0,




I S -

2-10. O T 7 ALY —) \ERix

upload OVX > REFERALT. OJ I 72T —/NICEEXT D ENTEET,

2-10-1. O J7AI)LDERx (FTP/ TFTP)

HERE OJ 277 EY—)NEELET.

O R upload log { FILENAME { { address | block-log | dhcp | heartbeat | ipsec
| 12¢p | mobile | packet-log | ppp | pptp | sundms | system | wan | wlan
| access | trigger } { tftp { A.B.C.D | FQDN } | ftp { A.B.C.D | FQDN }
{ USERNAME } { PASSWORD } }

INSA—5 FILENAME : OJ2J7()L%&

AB.CD: IP 7RLX

FQDN : FQDN (&KX 253 X%F)

USERNAME : 1—Y% (0O RIILA tip DIBESEARE)

PASSWORD : JXRD— R (ORI titp DIBEEAE)

dhcp, ipsec, mobile, ppp, sundms, wan, address,
block-log,heartbeat, I12tp, packet-log,
pptp, system, wlan. access. trigger : X9 BIOTRNE (AESHIEE

thp, fip : O RIIL

EniE E1TH
Rooster0S> upload log file.gz ftp 192.168.62.51 user pass < _NJNMAS
Rooster0S>

HE S A—FEBEEEIANTOOIZRTELET,

O 07 IS gz ER T 7L T,
1212 U packet-log % block-log 18 UTziE&(E csv T 7 MILERDET,

. /\\°5>(—9 wlan (& TDRX5510] [DRX5010] (CT
BIRTEET,

n FEDSAIMEEENERY RNDO—OTHERALTLEE,




2-11. F=EIFHRE Y —) D SDRXNERIX

download Y > REFERALT. HEBHREY—/HWSEELTDRX (GERASE3CENTEET,

2-11-1. HEBEHR I 7 1)L =Y — )\ SDRXAERX (FTP/ TFTP)

HERE REBRI 7 ()LEH—)\H5 DRX (CERX LEALET .

O R download config { FILENAME } { tftp { A.B.C.D | FQDN } | ftp { A.B.C.D | FQDN }
{ USERNAME } { PASSWORD } }

INSA—=4 FILENAME : EIT 71L&

thp, fip : O RIIL

AB.CD: IP ZRLX

FQDN : FQDN (F]&X 253 XF)

USERNAME : I1—H%& (0O RIJLA titp DIHEEAE)
PASSWORD : /{XT—R (O LI titp DIHEEAE)

EniE E1764
Rooster0S> download config filename ftp 192.168.62.51 user pass
Rooster0S> TIX>RZEAR
e REFIRES. AMBESEOBASNET.

OJ4 2 /(XX D — RO TIBEEIREOREBIR EFHHAO LN TEEEA.

n RSAMEEEINERY NDO—OTERLTEE0,




2-12. PINGHEER

ping AN REMALT. Ry ND—UDBREHRZ T DZENTEET,

HEe Ry NIJ—DDEH#ERZE LET,

O R ping { FQDN | A.B.C.D } [ count { NUMBER } ] [ interval { NUMBER } ] [ source
{ NETWORKNAME } ]

J\SA—%4 | AB.C.D. FQDN : ping E{TDXHRDT RL- X

NUMBER(count) : ping E{7DE#% (1-65535)

NUMBER(interval) : ping E{TDRIFF 1-60 (B : #2)

NETWORKNAME : Rv hDJ—2%&

}E ESFTH

Rooster0S> ping 192.168.62.133 <X Rz AN

PING 192.168.62.133 (192.168.62.133): 56 data bytes <« EITHHERNERIND
4 bytes from 192.168.62.133: icmp_seq=0 ttl=128 time=0.0 ms

4 pbytes from 192.168.62.133: icmp_seq=1 ttl=128 time=0.0 ms

4 pbytes from 192.168.62.133: icmp_seq=2 ttl=128 time=0.0 ms

4 pbytes from 192.168.62.133: icmp_seq=3 ttl=128 time=0.0 ms

4 pbytes from 192.168.62.133: icmp_seq=4 ttl=128 time=0.0 ms

-- 192.168.62.133 ping statistics ---

5 packets transmitted, 5 packets received, 0% packet loss
round-trip min/avg/max = 0.0/0.0/0.0 ms

Rooster0S>

YEAfE count 5 [@]

interval 1 ¥




2-13. *v hND—UREIBDERTR

traceroute IV > RZEFEAL T, RV NIJ—UDREERRITDCENTETET,

HERE Ry RND—DDEBFRRZELUET,
O R traceroute { FQDN | A.B.C.D } [ source { NETWORKNAME } ]

JXSA—%4 | AB.C.D. FQDN : traceroute ®EIT9 DXHRDT RL- X
NETWORKNAME : Rw hDJ—2%

#iF ESELE

Rooster0S> traceroute www.sun-denshi.co.jp <Y RzAT) | ETHERNIFTREIND
traceroute to www.sun-denshi.co.jp (124.108.39.155), 30 hops max, 46 byte
packets

1 192.168.225.1 (192.168.225.1) 0.824 ms 2.001 ms 0.693 ms

2 110.158.48.33 (110.158.48.33) 55.630 ms 62.404 ms 61.723 ms

12 www.sun-denshi.co.jp (124.108.39.155) 110.726 ms 57.324 ms 39.766 ms
Rooster0S>

2-14. DNSIC K D &BIFERDIR

nslookup OX¥> RZFRALT. FQRDNEZ®DIP 7V RLRZFRRIDZENTEET,
Hehe DNS 5—/{ZFIFALTFQDN &M IP 7 RLAZFRRLE T,
<> R nslookup { FQDN }

J{SA—%4 | FQDN : 5D FQDN %
EE ESSIR

Rooster0S> nslookup www.sun-denshi.co.jp <Y~ RZ AT
Server: 127.0.0.1 <EITHERNIRREIND
Address 1: 127.0.0.1 localhost

Name: www.sun-denshi.co.jp
Address 1: 124.108.39.155 www.sun-denshi.co.jp
Rooster0S>




N o e [

2-15. ZIrIBEHROEUS

report IX> REBALT. ZHIBHREZEEL TH—/N\CERXT BT ENTEET,
2-15-1. EZWNBIROEE (FTP/TFTP)

HERE ZHRIR IS LE T,

O R report { tftp { A.B.C.D | FQDN } | ftp { A.B.C.D | FQDN } { USERNAME }
{ PASSWORD } }

INSA—45 tftp, ftp : O MIJL

ABCD: IP 7RLX

FQDN : FQDN (&KX 253 XF)

USERNAME : I1—H%& (0O RIJLA titp DIHEEAE)
PASSWORD : /{XT—R (O KIJJLA titp DIHEEAE)

#iF ESFIE

Rooster0S> report ftp 192.168.XXX.XXX user pass <Y RzAN
Rooster0S>

n RESAMEEEINERY NDO—OTERLTEE0,




2-16. Ytwv b~

reset IN> RZFEALT. AMEzUY hUED. B/ \(ILBERROBRZANBELIZDTDZEN

TEFEY,

2-16-1. KAOBES (Utzwv )

28 BEAIONVR

Heae AR ROANBCHITHERMTOND & RIEFESNTULRWVEERBRZULZY bU. AEZELEH
(O—ILRRH—bH) LFET.

av>R reset system

INSA-% AN

EniE E1764

Rooster0S> reset system <Y RZzAT
Rooster0S> <Uyhenad

2-16-2. E/\1)LBEIHFRDBIE)

HHE

T/ \AMILBERROBERZANEL CHESLET,

O R reset mobile
NSA=5 U
EniE E1TH

Rooster0S> reset mobile < IXYRZAM]
Rooster0S>




I S -

2-17. BIFRDIES:/ Uk
O REFALUT. EESNEmEAEEUE DY LIEND TR ENTEET,
2-17-1. [BIFRODIER:

HeAE BEUZERRICIERLUED,
a<v> R connect interface { NETWORKNAME }

connect ipsec { PROFILENAME }
connect mobile [ PROFILENUMBER ]
VAGD Sr interface. ipsec. mobile : [EIfR
NETWORKNAME : v hDJ—2%
PROFILENAME : O J71)L%&
PROFILENUMBER : ZO0J7 (1 IL&BS

[EI#R(C

interface ZEIRLTZIHE. Ry MND—DJ&ZIBELET.

ipsec ZiEIRUIEIHE. ipsec DFOT 7 A ILE%EIBELET,

mobile Zi#R UIHE. mobile DTOT7AILEZEBELET. (ABEAIHEE)

E A2 =TITARITHEHRI DHE :

Rooster0S> connect interface wan <IY2RzAN
Rooster0Ss>

IPsec &t 9 DIHE ©

Rooster0S> connect ipsec profilel <Y RzAN
Rooster0S>

T/ \MILBERRICER T 2155

Rooster0S> connect mobile <Y RZAS
Rooster0S>




2-17-2. [EROYIMT

Rooster0S> disconnect interface wan
Rooster0S>

/A )LBEHROEHRZE IR T DIHE ¢

Rooster0S> disconnect mobile
Rooster0S>

IPsec 29 DIEE :

Rooster0S> disconnect ipec profilel
Rooster0S>

PPTP ZtI¥i 9 BiHE :

Rooster0S> disconnect pptp-server pptp0
Rooster0S>

L2TP/IPsec ZHi 9 D155 :

Rooster0S> disconnect 12tp-ipsec-server 12tp0 <IY¥> Rz AN

Rooster0S>

HERE BELULEREYMT LET,
av>UR disconnect {interface { NETWORKNAME } | mobile | ipsec { PROFILENAME } |
pptp-server { NETWORKNAME } | I12tp-ipsec-server { NETWORKNAME }}
AGD Sk interface. mobile. ipsec. pptp-server. |2tp-ipsec-server : [EI%R
NETWORKNAME : Rv hDJ—20%
PROFILENAME : 7077 L&
E#T.
- interface ZEIRLzHBE. *y bT—0 4
-ipsec Z:ERLZBE. TOT71L%
- pptp-server. I2tp-ipsec-server #:ER L 1=5E. FERLTWES Ry FT—0 4
FHEELET,
e A= 1A R I DIHE :

<IOXYRZEAD

<IN RZATN

<IN RZEAT

<IN RZ AR




2-18. [BFRDHFE

clear AN RZFEAL T, RERBPOY. ARPT—TILZHEIT DI ENTEET,

2-18-1. INTDHENBSDHE

Hiae REATEINTHEL., THHAERORECRUEYD,
av>UR clear config
INSA—4 AN
EhE F1TH
Rooster0S> clear config < IXYRZAS
Rooster0S>
e AFI% save config (IEH D FH Av.

HESNRECHESZ(CERASINEY.

2-18-2. O DEZE

Heae OJ%BEELUET,
av> R clear log [ address | block-log | dhcp | heartbeat | ipsec | 12tp | mobile
| packet-log | ppp | pptp | sundms | system | wan | wlan ]
A b address. dhcp. block-log. heartbeat. ipsec. 12tp. mobile. packet-log. ppp. pptp. sundms. system.
wan. wlan. access. trigger : OZHEMNSR (ABETIEE
e E17H
Rooster0S> clear log < IXYRZAS
Rooster0S>
i I\SA—GEER LSS, 2TOO0JEBELET,
<J{SA—% wlan (& TDRX5510] [DRX5010] (CT
BIRTEFET,

2-18-3. ARPT—T)LDEZE

HEE ARP F—JIILEHEELFET,

O R clear arp [A.B.C.D]
INSA—=5 ABCD:IP7RLX (ZHBEETHE)
e E171

Rooster0S> clear arp < IYYRZAJ]
Rooster0S>




2-19. J—bhI U7 DIDEX

BE#9dT - hITU7ZENDEXFY.

HERE J—hIUT7ZEYOBEZFET,
O R change boot { a-side | another | b-side }
INSA—% a-side : AE
b-side : B E
another : IIES AT AHMERA L TLD T — MBI & (FBIDMEZ 2R
EniE E171
Rooster0S> change boot a-side <IN RZEASD
Rooster0S>
e AHERCIRPNICRELZEBFZRIRIDR(C. T7—LDIT 7 OEEZE 2 HEFD> TLET,

COOVY RTE. BRNICEST ST - IV 7EEECEEY.

Fle. AEREHKFCT 7 —LADIFOBRBTIS—ARELLHES(C. BEBNCHIOEDT 7 — LA
DI7ICHIDEDDET,

ARSIE FW /\—=3> v3.0.0 NS v2.6.x BEICEID B X I2BE. REMNMIHEENZET,




2-20. Zvw hIT>

shutdown <> REFEBALT. DRX KFEI v MO UET,

28 BEAIONVR

HERe vy MO UET,
v R shutdown
INSA=4 U
EhE E47
Rooster0S> shutdown <INREASD
Rooster0S>
iz AOY> REFTU. AKD LED 7 POWER DA SUTIREE (CIR> e Z L &2 ikeRE. BREHID S
LY,

2-21. A2V —)LOD¥ET

V- EETIBICIE. exit IV REEITUED,

Heae mpAVESIV % A UF SN
IR exit
INSA—5 U
B IR
Rooster0S> exit <IN RZATS




2-22. B\ o —>8H

install IX> RZERATEET. ARBETEEIDEIN/N\Y T —S2ERBTEET . UOBFHNR
#93 DRXEITDENMN/N YT —ZFA > A =)L oA AM—ILTBZENTEFT,

2-22-1. BM/\wo—=01>X =)L (FTP/TFTP)

Heae FTPITFTP ZfEA L CEBM/\v o —2% A4 > A h—ILUE T,

O R install package {FILE-NAME} { tftp { A.B.C.D | FQDN } | ftp { A.B.C.D | FQDN }
{ USERNAME } { PASSWORD } }

INSA—% FILE-NAME : EBiN\vS—20T 7 1)L

titp. ftp: O NIJL

AB.C.D. FQDN: FTP H—/){dD IP 7RL-X
USERNAME : I1—H% (JORILA tip DBEFAE)
PASSWORD : J{XXDJ—R (FOKIJLA titp DIBEIEARE)

E e

Rooster0S> install package hello-smart-pkg _1.0.0.rtar ftp
192.168.62.200 user pass < IN2RZAS

download hello-smart-pkg_1.0.0.rtar...done

install hello-smart-pkg_1.0.0.rtar...done

Rooster0S>

ES Y BFHHBIRIZM Y B DRX @B o —ndah' -1 > X ~—)LEIEET T .
AR =ILETRIEEAARZBRE L TIZE,
1> A M=ILEnfz/)V\w o —=& (3L show package list' X > RTHZRTEEY,

n RESARNMRESNZRY RDO—OTERLT RS0,

2-22-2. B\ —=0D7 >4 > X =)L

HEE ADAR=ILENTVDEBIN YT =T A A R—=ILUET.
>R remove package {APP-NAME}

NSA=5 APP-NAME : 77> XA R—ILUIEWy T —2%

EE EATH

Rooster0S> remove package hello-world-c < JY>RzZzA7
remove hello-world-c...Removing hello-world-c (1.0) from root...

done
Rooster0S>
eSS oA ANV TREAR A EBREE L TIZE0,

7oA X R—=JLUTED 3 show package list' <> RTHER L TLEEUL,




3F BT RIN > ROOFHH

CODOETIE. DRX DIFHkZERRT D show IX > ROER(CDWVWTEREUET

o

3-1. ARP7—J)LDFRR

ARP F—J )L &RRLUET,

HERE ARP F—JI)ILERRLUET,

<> R show arp

INSA=% | I’L

e E1761
Rooster0S> show arp <IY¥>R&AS LARP 7T —&%=H
IP address HWtype Flags HW address Mask Device
169.254 . XXX . XXX 0x1 0x2 5X:4X:1X:cX:8X:eX * ethO
192.168 . XXX . XXX 0x1 0x2 5X:4X:1X:cX:8X:eX * ethO
Rooster0S>

WIERME AN

3-2. J—hRITU7DOERR

RESATLMERALTVNST - hIVU7ZRRUET,

HRe J—bhITUT7ZRRUET,
<> R show boot

A b A AN

e EI

Rooster0S> show boot <IX>RzZAS
a-side —J— IU7%RFR
Rooster0S>

HIHAE 2L




3-3. OJDFRR

OJxa&FR~rULET,

HEE OJz&zRUET.
v R show log { address | dhcp | heartbeat | ipsec | 12tp | mobile | ppp | pptp

| sundms | system | wan | wlan | block-log | packet-log | access | trigger }
[ NUMBER ]

J\SA—%4 | address. dhcp. heartbeat. ipsec. I2tp. mobile. ppp. pptp. sundms. system. wan, wlan. block-log.
packet-log. access. trigger : IHEDOV%ZFRRYI D

NUMBER : FR{4H88 (ABETIRE
EhiE FITHI

Rooster0S> show log system <IX>RzA7]

May 28 18:35:20:043AFL%FIALED, <OJntHEns
May 28 18:35:33:>>7)L WebUl ZRIIALET .

May 28 18:35:33:loopback:{>4—J14 AN UP JREE(CIRDELI.
May 28 18:35:42:IF%IBEEREY-ER (BEES1-)l) ZRALET,
May 28 18:35:20:043AFL%FIALED,

May 28 18:35:20:073AFLEEIELET,

Jun 10 19:56:02:09>ZFL%BIALEY .

Jun 10 19:56:21:lan:4/>4A—J14 AN UP IRRE(CADZFEUL,

Jun 10 19:56:23: loopback:1/>49—J14 AN UP IRRE(CRDZFEUL,
Rooster0S>

YIFAME 2N

2 - )\ A—=% wlan (¥ [DRX5510] [DRX5010] [CTERTEFTY. DRX5510 DRX5010

3-4. MACY RL RXDFRR

AAED MAC 7 RLRAZEFRRUET,
HRe KD MAC 7 RLAZFRRUET .

O R show mac

NSA=5 | 12U
EE e

Rooster0S> show mac <I¥>RzZAS
0X:8X:FX:7X:0X:0X <LAN1 ® MAC 7RL A%
0X:8X:FX:7X:0X:0X <LAN2/WAN ® MAC 7 RLA%ZZFKR
Rooster0S>

YIRAME 2L




3-5. B/ \A)L@EEHAKRDERR

T/ \ALBEHRRDBERERRUET .

3-5-1. B/\1)LimKIBGIRD—ERR

HEE E/\AILBERRDOER—BEZRRIUEYT
<> R show mobile

NSA—5 U

BE EX TN

DRX5510

Rooster0S> show mobile <X Rz AN

imei 1 3564839600XXXXX  <ENAJBEIHFAED IMEI
tel 2 020XXXXXXXX <EHEES
manufacturer : AM Telecom <E)/\1LBEimARDA—H—
model : AMM7101 <E)/IVBEHROETINE
version 1 14-12 <E)\{LBEiRARD FW N-3>
iccid 1 89813000237498XXXXX «E/N\AILiB{SiHAD ICCID &
antenna-level : 4 <T7>T7FLAN
rat : 56 RGN
LTE:
power : -91.00 <LTE EERE (dBm)
quality : -8.00 <LTE EBFMmE
frequency : 1930.00 <LTE {EABEKZ (MHz)
5G:
power : -108.00 < 5G EKEE (dBm)
quality : -15.00 < 5GEERE
frequency : 4009.44 < 5G ERREKRE (MHz)
Rooster0S>

DRX5010 DRX5002

Rooster0S> show mobile <Y Rz AN

imei : 3582901099XXXXX <E/\{)LEElHEKD IMEI

tel o D20XXXXXXXX —BaEs

manufacturer : AM Telecom <E)/\ 1 )LBEmARDA—H—
model : AMM574 B\ BESiHEKRDET I
version 1 14-12 <E)\(LBEiRARD FW N=3>
iccid = 89813000237498XXXXX <E/\{JLiB{SimzAD ICCID &
antenna-level : 4 S waZa%

power : -76.60 <EERARE (dBm)

quality 1 -6.40 <EBRmE

frequency : 1930.00 —{ERERK# (MHz)
Rooster0S>

f8s ESARIRIERE. ZHERDET




3-5-2. BIEEES TR

e TSI BEIRRDEBEESZRRUE T,

<> R show mobile telno

INSA=5 2L

EE E~yl
Rooster0S> show mobile telno <«IY>RzZAN
tel 2 020XXXXXXXX <EBEESNMENEND
Rooster0S>

ES SIM ZC K DEEFESNRREINBWVEENHDFT,

3-5-3. BE/\A)LBEIHERDT )1 RIEHREK =

e E)\AILBEHRKRDT /A EHRERRUET.

<> R show mobile devinfo

INSA—=5 2L

EE 1761
Rooster0S> show mobile devinfo <IX>RzAS
manufacturer : AM Telcom <ENALBEIHERDA—H—
model : AMM574 <E)/(IBESHADETIE
version : 14-12 <ENAILBEHRERD FW N—23>
iccid : 89813000237498XXXXX <%\ @E(SimARD ICCID fB
Rooster0S>

eSS SR RIEEE. EMERDET,

3-5-4. ImRaplE S IBIRDIRR

HERE /1) LBERROmERHBESER (IME) ZRRUET,
av>UR show mobile imei

INSA—4 AN,

e EFy

Rooster0S> show mobile imei <IY¥2RZzAS
imei : 3582901099XXXXX <ImARHRIES BRI L HENS
Rooster0S>

g

ESEAREIRIER(G. EWERDET,




3-5-5. 7>FFHIANILERR

g
RE

i< T/ AIVBERROBIEDT T FH NI ERRUET .

a<>UR show mobile antenna-level

ISA-% *U

BiF EXFT

Rooster0S> show mobile antenna-Ilevel
antenna-level : 4
Rooster0S>

<TITFLANLAEDENS

<IN REAND

v

l=E= FTFLANILOBUBEOEHFE (EUTDESDTY,
: B4 (-131dBm FKim. BIEAREE
1 &K1 (-131~-123dBm)
1 @K 2 (-121~-115dBm)
&K 3 (-113~-103dBm)
4 K4 (-101dBm L)
EBCERBULIEBA.

>
0
1
2
3

5G KRB (L LTE DEEEHLET,

[antenna-level: | "&RRESNET,
- [DRX5510] Tl 5G HMEHEN TL\DRIE 56 DEZENLET.

DRX5510

3-5-6. {FRARIEEDERR

Hae E)AILBEHRFIMER L TV ERORFSERRUET .
<> R show mobile freq
INSA—=45 12U
EhiE ESIR
Rooster0S> show mobile freq <IN REAND
frequency : 1947.6 < fEREEKEE (MHz) HiFEREND
Rooster0S>
(eSS - BISTEIBA. [frequency : <EIEE> | £HHhEINZEY,
- Bifij(X. MHz TY,
- BT UTEBE.  Tfrequency @ | DIHFHHEHNESNET,
[DRX5510] Tld. 5G MMEHEIN TLDEFL 56 DiEZEDUET .
5G FIEHHE (& LTE DEEHEHUET,




3-6. UV IILESERR

DRX D U7 I ESZERRLET,

Hehe DRX DU ESZERRLET,

a<v>R show serial-number

INSA—=4 W,

EhE I
Rooster0S> show serial-number <IN RZEASD
DR0101A123456 —HEBSERIFTRIND
Rooster0S>

3-7. AT —HARTR

AT —HRERRUET .

Heae AF—HFRZ2FRRUET,
av>UR show status [ connection | firewall | ipsec | pptp-server | route | system
| mobile | wlan | trigger | 12tp-ipsec-server | dhcp 1
JESA—4 connection ERIBIRORR
firewall T7 AT IA—)LDFRERNETR R
ipsec ipsec RF7—4X
[2tp-ipsec-server L2TP ./ IPsec - >4 —J T -1 ADIREE
pptp-server PPTP -1 > 5 —J 1 1 RDIRAEE
route BRIBIBRORR
system S RFNIEFROFRR
mobile T/ LBEIRRDIREE
wlan IR LAN OIEFHIRAR
trigger U7 — DEIEIRRR
dhcp DHCP EIDHTD—&
e ESHLTIR
Rooster0S> show status system <IX>RZzAS
hostname :DRX “RAT—HANKREND
Ffirmware version: DRX50XX Rooster0S 2.X.X BX
uptime tup 59 minutes
boot area :a-side
Rooster0S>

3-8. mEIBIRDOERR

BECYORERRERRIUET.

HERE DRX DiREETUORERREFRRLUEY. (HEf: C)
av>UR show temperature
INSA—4 U
E E1TH
Rooster0S> show temperature <IN RZAN]
temperature : 42.7 <REFRNRREIND




Rooster0S>

3-9. J7—ALADITT7D)\—32FR

IJ7—ALDTT7ONN-23>%72FRR<UET,

HEE IJ7—LDITDN-23>=FRRUET,
O R show version

NSA—5 AN

BE E1TH

Rooster0S> show version <X RzAN]
DRX50XX Rooster0S 2.X.X BX

Rooster0S>

<I7—LADIT7DN-TSHFRREND

3-10. ERBEIBIROERT

BREEERERRLET.

HERE DRX DEREBEIEREFRRLUET. (BfI:V)
<> R show volt

INSA=4 AN

e ESGLTIR

Rooster0S> show volt <Y RZAN
volt : 11.8 —EBEEEBHRNIFTREIND
Rooster0S>

3-11. IP77 RL RFERR

A2A—TTARADIP 7 RLAZHRRULET,

HAE EBELZAAA—TIARADIP 7 RLAZRRT D
<> R show ip-address { NETWORKNAME }
INSA-% NETWORKNAME : v hD—0%
EniE E17h1
Rooster0S> show ip-address lan <IN RZEAS
11.11.11.11
Rooster0S> show ip-address wan
22.22.22.22

Rooster0S> show ip-address mobilel
33.33.33.33




3-12. FHIEBHRETR

HERHRERRLUET,
HEE HEFRERRIUET.
a<v>R show config [auto-reboot | auto-time | ddns | dhcp | dns | dns-host | Firewall

| interface | ipsec | 12tp-ipsec-server | log | mail-account | mobile
| nat | pptp-server | profile | route | sleep-mode | ssh-server | sundms
| system | trigger | webui | wlan | account]

JSA—4 auto-reboot N\=RDI7. VI DI 7OERHHORTERRERT
auto-time ntp B —/VEE/\A)LOBEIRF R DR EIBIRZE "R
ddns HAF =V dns DEREBRERTR
dhcp dhep B—/\DREIERZ TR
dns dns UL— dns 1) AR TE IR ZE /R
dns-host dns /R hDETEIBIRZE TR
firewall T7 AT IA—)LDFEIERETRR
interface Ry NI —DDRERHRZERT
ipsec ipsec DEEFEHRERR
|2tp-ipsec-server [2tp-ipsec-server DEFRTEBRE TR
log log HIHDFREBIRE R
mail-account A=ILTF D> bOFRERRERT
mobile E/N\AILDEEIEIRE TR
nat SNAT. DNAT DR EFIRZT RN
pptp-server pptp-sever MEREIBIRZ TR
profile EBAIILTOT 71 ILOEREBRERR
route I—F 1 DI REDERERT
sleep-mode HPITHE— ROKEIFRERT
ssh-server ssh IEROREBRZERR
sundms SunDMS DR EIBHRE R~
system DRX D7RR b &R
trigger ~UH—DREIERZE TR
webui 2 TILE— ROFEBRERT
wlan IR LAN O EBIRE TR
account T NERZERR

EhE =174

Rooster0S> show config system <IN RZEAND
set system hostname DRX

Rooster0S> show config interface <Y RzAN

set interface lan ethO protocol static enable

set interface lan static ip 192.168.62.1 mask 255.255.255.0
set interface lan default-route enable

set interface lan linkmode auto

set interface mobilel usbO protocol dhcp-client enable
set interface mobilel peerdns enable

set interface mobilel default-route enable

set interface mobilel linkmode auto

set interface wan ethl protocol dhcp-client enable

set interface wan peerdns enable

set interface wan default-route enable

set interface wan linkmode auto

i INSA—FZEBUIBA. 2 TORENTRRIENET.




3-13. B/ \w o —=mRR

EBMN\yT—>0—8Z2RRUET,

Heae A2 AR=ILENTVDEINY T —2—BZRRUET,
YR show package list

INSA—=4 AN

e =174

Rooster0S> show package list <IX2RZAS
hello-smart-pkg - 1.0.0 ——EEFRR
hello-world-c - 1.0

Rooster0S>




48 FHEIN> ROFFH

4T FHEIN > FOFHM

CODETIE. DRX DIRENBZRTE I DI2HD set. noset X > RDOER. /\SA—4, Zi74H. ¥EAE

([CDWTCERBALE T,

FEAV> RET7 RIS ANE— RTDHIHMERMTIEETT

7RI ZARE-RESDTIVE-R (TBEAERKOE—R) KDFEHRHRENTEDIE-—RTY., 7RI
SABME-RIEBITIBICE [4-1. PRI ARE-RYDEZR] [CTHRELT RIS X ME— RAEIT

ZE0N,

4-1. 7RI\ A ME—RUIDEX

HEE S2TIVE-REENCUTI RIS AME—-RICBITUET,

av>R set webui simple-mode disable

INSA—% | BL

iE e

Rooster0S> set webui simple-mode disable <IY>RZAT]
>V TINE— RCRBBRSREDIEE B E(CRDE T,

£BLVWTIH ? [y/n]: y <EEBZGITIGE. "Y' XFZAN
Rooster0S> apply config < &ER. REZBENCITD
Reloading thttpd. ..

Reloading uhttpd. ..

Rooster0S> save config < SHCMERIGE. SREZMEFREAEURTFIS
Rooster0S>

HIHAME enable

iz AR

T RINCZARE—RTIE S>TFILE— RD Web sSEEBEMNS 77 R ME— RD Web 5% EBIHE (C
DN DET, ¥ <I(F TRoosterDRX AdvancedWeb sXTEHLEESHBAZE] £BEL IS0,
FET RIS RNE— RSSO TILE— RANBBITTEERA. KREXZVELIT IHNEBLNHDET,

4-2. IRA b

HEE AAEDIRA hZRELF T,

av>R set system hostname { HOSTNAME }
noset system hostname

NS A—% | HOSTNAME : #AEHF (1~253 XF)

iE ESFLE

Rooster0S> set system hostname DRX001 <Y~ RzA7]
Rooster0S> noset system hostname

¥EA(E DRX

HE noset #{1S> &, #HEABEERDET,




4-3. 125 —TJx—A4 X

LAN/WAN YWE/\A)VEEROYIIE>F—T 11X, VPN TERTIIREA>FT—T T ADRESE
1TWET,

4-3-1. RYKNID—DOA>2HF—-T 11 ADETE

Heae RY RD—=DA2H—TIARZRELFET. (EHEEDGE. RA8H)

O R set interface { NETWORKNAME }{ INTERFACENAME } protocol { static | unmanaged
| dhcp-client | pppoe | vpn } { enable | disable }

noset interface { NETWORKNAME }

JNSA—%4 | NETWORKNAME : *v hD—T&RK 64 XF

INTERFACENAME : 2/ >45—J 14 A% 3 XFLUL 16 XFUT + KENEF

static : B#H97 KL X

unmanaged : ipsec A

dhcp-client : dhcp 517>~

pppoe : pppoe A

vpn : pptp. L2TP/IPsec A

enable : SR AEEFFICA>F—T T A RZEKRLET .

disable : "connect interface" Y > R TR ULRKICA > AT T A R EER LE T .

e ESGUTIR
(LAN DI5E)
Rooster0S> set interface lan ethO protocol static enable
Rooster0S> TN READ
(WAN DI5E)
Rooster0S> set interface wan ethl protocol dhcp-client enable
Rooster0S> TN READ
(mobile DIBFE)
Rooster0S> set interface mobilel wwanO protocol static enable
Rooster0S> TN READ
YIERME RERL
e JORILEZBURBS, o+ > 45 —J 11 AREFLTHIBRENET.
Ry NJ—2%0 mobilel DIFE.
- disable HMEETETHFBA.
cEBA2H—-TTAA%(E. usb0 (ECM E—R) X(Fwwan0 (MBIM E—R) DHKEREETT
- JO0IUR

EA>2H—T 1A A%H usb0 DIHFE. static X(& dhep-client DAHERERIRET T
KA >2H—T 1A A%BH wwan0 DIFE. dhep-client DHEEERIEET S -

R RJ—20%0 mobilel BISDIHE, EA>HF—T 11 X&% usb0. wwan0 ([CERET D EETE
FtA.

MBIM E—RTHEATIHEE. UTD ! HES8REEZ.

noset (FECIRDAE (C LD THIFFESEEZZEX SNEIDTHZIHE T 0\,

FTEHI)

1.set interface wan ethl protocol dhcp-client enable
2.set interface wan peerdns enable

3.set interface wan default-route enable




o FEEDBREASHNS 1 BRI ZHIRYT 255
noset interface wan ethl1 protocol dhcp-client enable
noset interface wan ethl protocol

e 1, 2. 3B ZFELHTHIFT DEE
noset interface wan

n DRX5010 DRX5002 I

TE/NAJLBIEHRFD FW /A—2 3 2] AFHLY (v14-12 LED BE

(DRX 1% &S T DRX5010 (& DR01047047933 LLEil. DRX5002 [ DR00247047933 LAH(
Mg ERTYET)

* MBIM E— FIZEREL TEMES 1156, BETELUBYFETOTITEFELLE S,
ZTDBAIF FOFFECM E—FTHEFELW LA, TENASILBIERKRD FW] &
MBIM 23RS L1z FW (v14-18 IE) 12— 307w TdH#LTLESLY,

C TERAIILBERROFW A= a0 7y 7 FEERICTERWN=EITE T, Eithk—
LR—TH S [DRXBEEVA—IWLTYITT—F YIroz7] 28500—KW =
EN—U30T7vTEERLCESL,

FE/NA JLBIEWHED FW /8—2 3 > (& Tshow mobile] 37> RTIHRWN=EITE
_a—o




4-3-2. IP7ZRLXDEE

e IP 7 RLRAZBELET,

OTUR set interface { NETWORKNAME } static ip { CIDR | A.B.C.D/NETMASK | A.B.C.D
mask A.B.C.D }

noset interface { NETWORKNAME } static ip

XS X—%4 | NETWORKNAME : Rv hDJ—2%

CIDR : *{§7507 RL- X /<0-32>

A.B.C.D/NETMASK : 58577 RL X /N RO

AB.CD:IP7RLRor~¥RY

E ELE

(CIDR DIFE)
Rooster0S> set interface wan static ip 192.168.XXX.XXX/24<1X¥> Rz A1

Rooster0Ss>

(A.B.C.D/NETMASK DIBE)
Rooster0S> set interface wan static ip 192.168.XXX.XXX/255.255.255.0
Rooster0S> 1IN RZAS

(A.B.C.D mask A.B.C.D DiEE)
Rooster0S> set interface wan static ip 192.168.XXX.XXX mask 255.255.255.0
Rooster0S> 1INV REAS

HEAE lan: static ip 192.168.62.1 mask 255.255.255.0
mobilel: static ip 192.168.225.10 mask 255.255.255.0

e protocol %z static ISMIERE UIEIBE. AKEFEINCRDET,

v RJ—20%h mobilel THRETES IP 77 RL X&iF (& 192.168.225.2~192.168.255.254 (C1aD
ESER

v NJ—22 0 mobilel ANDIZE(XIP 7 RL-X(Z 192.168.225.0~192.168.225.255 &&E LR
WTLIEE0,

4-3-3. T IAINT—BNIDTADEE

Heae TIANWNS—RNITAZHRELET,

O R set interface { NETWORKNAME } gw { A.B.C.D }
noset interface { NETWORKNAME } gw

JNSA—=%4 | NETWORKNAME : rv hD—20%

AB.C.D:IP77KRLR

e E174
Rooster0S> set interface wan gw 192.168.XXX.XXX <IY¥>RzASI
Rooster0S>

WIERE RERL

e protocol %z static BISMIFRE UIEIBE. AKEFENCRDET,




4-3-4. DHCPY—/)\ODfERHERTE

e DHCP B —/)\h\5BAIEN/Z DNS B—/\EFEAITINEDIHZERELE T,
av>UR set interface { NETWORKNAME } peerdns { enable | disable }
noset interface { NETWORKNAME } peerdns

XS X—%4 | NETWORKNAME : Rv hDJ—2%

enable : B%)

disable : 3

E ELE

Rooster0S> set interface wan peerdns enable <J¥> Rz A7
Rooster0S>

YIHAME RER U

i protocol Z dhcp-client BUMIERE UTzina. ARFEE (B (CIRDET,

4-3-5. A>A—T 11 ADDNSH—)EE

HEE DNS H—/\ZRELE T, (EBEEREAE |A24)

O R set interface { NETWORKNAME } dns { A.B.C.D }
noset interface { NETWORKNAME } dns { A.B.C.D }
JNSA—=%4 | NETWORKNAME : rv hD—20%

AB.C.D:IPD77RLR

e e
Rooster0S> set interface wan dns 192.168_XXX.XXX «<J¥> Rz A
Rooster0S>

YIHAME HERL

e EEERTED]AE

protocol % static (CFETE UTziZE. X protocol & dhep-client HD peerdns % disable (CE&E UTiE
BICAKREERFBMCRDET,

4-3-6. UZORE—REE

HeAE A2EF—TIAADYIRE— RZFZELET,
<> R set interface { NETWORKNAME } linkmode { auto | 1000M-Full | 100M-Full |
10M-Full }

noset interface { NETWORKNAME } linkmode
IS A—=%4 | NETWORKNAME : xv hD—2%

auto : EFSEOMERICEDE TRERE— RZRELET
1000M-Full : 1Gbps 2 —EBEEITVET

100M-Full : 100Mbps £ —&E&BEZITVET

10M-Full : 10Mbps £ - EBEHEITVET

EnE E4761 -
Rooster0S> set interface wan linkmode auto <IY> Rz AN
Rooster0S>

HIEAE auto

iz [U>0F—R] Z2ZEULIFE(E DRX OBIEEEIZITD T EE),




4-3-7. A >AF—TJ 11 AODMTUED:STE

e A>2H—TTARADMTUBZRELFE T,

avTYR set interface { NETWORKNAME } mtu { NUMBER }
noset interface { NETWORKNAME } mtu

J{SX—% | NETWORKNAME : v hD—2%

NUMBER : 576-1500 (B4fi : byte)

EhE ESSYIR
Rooster0S> set interface wan mtu 1500 <JX>RZAS
Rooster0S>

¥EA(E |ERL

4-3-8. TYUYZHRODA>F—TTAADHFE

Heae TUYSHROA A —TTARERELET. (FEHEREDEE. &A 34
av>R set interface { NETWORKNAME } bridge interface { IFNAME }
noset interface { NETWORKNAME } bridge interface { IFNAME }
J\SA—%4 | NETWORKNAME : rv hDJ—2%

IFNAME : A4 > —J 11 R%& (3 XFUUL 16 XFLUT + KEHNHF)

e EGT TN
Rooster0S> set interface lan bridge interface ethl <Y RzZAN
Rooster0S>

YIHAME BERL

e EHERTETTRE

A2 =TTA RN T D ETDREFENCIRDET,
IFNAME (3881 > 9 —TJ 1A RBZANTLIZE,

4-3-9. STPOFERENTE

HAE STP ZERTDINESIHNEEZELET .
<> R set interface { NETWORKNAME } bridge stp { enable | disable }
noset interface { NETWORKNAME } bridge stp

IS A— NETWORKNAME : Rv N J—20%
4 enable : B%h
disable : #E3h
EhE E174
Rooster0S> set interface lan bridge stp enable <IY>RZAJ]
Rooster0S>
HEA(E disable

EREE ethO & eth1 27U w= (WAN % LAN £93) UL THERATDIHBA. STP ZEMICHELRNTEE
(AN
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4-3-10. DHCPU O IR bRFDRA NEEETE

HEE DHCP U T X hEFDIRR hEZRELFT .
av>UR set interface { NETWORKNAME } dhcp-client hostname { HOSTNAME }
noset interface { NETWORKNAME } dhcp-client hostname
JXSA—% | NETWORKNAME : Rv RDJ—U%&
HOSTNAME : fxX 253 XF
EniE E1741
Rooster0S> set interface wan dhcp-client hostname japan < IY¥>RzA7]
Rooster0S>
HIHAME RERL
e RENMEVSE., /RX M (set system hostname) &RRDFET,

4-3-11. I A)L ML— hOEREETE

tEe FIAIWNIL—hEUTERIT N E/ELET .
O R set interface { NETWORKNAME } default-route { enable | disable }
noset interface { NETWORKNAME } default-route
NS A—%4 | NETWORKNAME : 2w hDJ—20%
enable : B%h
disable : ##35)
EE E~ I
Rooster0S> set interface wan default-route disable <Y RzAN
Rooster0S>
YEAfE enables

4-3-12. A MUY IEDFKE

HEe ARy OEREZELET,
av>U R set interface { NETWORKNAME } metric { NUMBER }
noset interface { NETWORKNAME } metric
NS A—%4 | NETWORKNAME : 2w hDJ—20%
NUMBER : 1-255
EE ESSLIR
Rooster0S> set interface wan metric 1 <IN RZEAS
Rooster0S>
YIEAE RERL




4-3-13. PPPoOE#E# D1 —HZiNTE

e PPPoE DI -2 ZRELFY.

av>UR set interface { NETWORKNAME } pppoe username { USERNAME }
noset interface { NETWORKNAME } pppoe username

XS X—% | NETWORKNAME : %Yy hJ—2%

USERNAME : J]2 K 64 XF

EniE E1741
Rooster0S> set interface wan pppoe username XXXXXX <IN RZEAT]
Rooster0S>

HIHAME HERL

4-3-14. PPPoEEfHMD/\XJ— R&E

Heae PPPoOE ###iD/\AD— RZH/ELFET .

av>R set interface { NETWORKNAME } pppoe password { PASSWORD }
noset interface { NETWORKNAME } pppoe password

XS A—4 | NETWORKNAME : &v hD—2U%&

PASSWORD : f2X 255 XF

e ESGLTIR
Rooster0S> set interface wan pppoe password xxxxx <I¥2RzAS
Rooster0S>

HEA(E RERL

4-3-15. PPPoE®MAccess Concentratords%iE

HRe PPPOE ###td Access Concentrator Z:8E L X,

<> R set interface { NETWORKNAME } pppoe access-concentrator { ACNAME }
noset interface { NETWORKNAME } pppoe access-concentrator

XS A—=%4 | NETWORKNAME : 2w hDJ—0%&

ACNAME : |RKX 64 XF

E e

Rooster0S> set interface wan pppoe access-concentrator xxac
Rooster0S> TN READ

YIRAME MERL




4-3-16. PPPoOE#E#H DY —EX&DESTE

HERE PPPoE DY —EXRZH/ELFET .

av>UR set interface { NETWORKNAME } pppoe service-name { SERVICENAME }
noset interface { NETWORKNAME } pppoe service-name

XS X—% | NETWORKNAME : %Yy hJ—2%

SERVICENAME : ]K 64 XF

e E1741
Rooster0S> set interface wan pppoe service-name xxxxservice
Rooster0S> TR RZEAHD
HIHAME HERL

4-3-17. PPPoOEDLCPI1—MDAERASTE

HEE PPPOE 5t LCP T— DB EERELFT .

av>R set interface { NETWORKNAME } pppoe Icp-keepalive { enable | disable }
noset interface { NETWORKNAME } pppoe Icp-keepalive

XS A—4 | NETWORKNAME : &v hD—2U%&

enable : B%)

disable : &3

iF ESFLE

Rooster0S> set interface wan pppoe lcp-keepalive enable <J¥> Rz AT
Rooster0S>

HEA(E disable

4-3-18. PPPoOEMDLCPI1—REHBEDIRTE

HRe PPPOE ###t® LCP TO1—DBMEXRTELET,

O R set interface { NETWORKNAME } pppoe lIcp-keepalive threshold { THRESHOLD }
interval { INTERVAL }

noset interface { NETWORKNAME } pppoe lIcp-keepalive threshold { THRESHOLD }
interval { INTERVAL }

XS A—=%4 | NETWORKNAME : 2w hDJ—0%&

THRESHOLD : EsfRO#% 1-10 (B : @)

INTERVAL : B5%RRIFE 1-60 (B : 7)

e ESGLTIR
Rooster0S> set interface wan pppoe Icp-keepalive threshold 6 interval
10 TIR>RZEAR
Rooster0S>

IHRME ERL




4-3-19. |BF/\A AP R— hODEETE

e LAN 5/ RDIBF /A ZBR— b ERELFE T,

av>UR set interface { NETWORKNAME } old-device-support { enable | disable }
noset interface { NETWORKNAME } old-device-support { enable | disable }
XS X—% | NETWORKNAME : RXv RDJ—5%

enable : B3

disable : #E3)

E ELE

Rooster0S> set interface wan old-device-support enable <IX>RZAT]
Rooster0S>

¥EAE disable

eSS EA>2H—TITAREN eth0, ethl T/\A XA TDHBENEIRDKRETT

SRTE(FIHF/ (1 R (IEEE 802.3ab HEERIDIMISIELENNBIERTF) SBHRZERMTIDNERELET .
J7—ADx7)\—==3> 3.0.0 IS 7Y I7— hUEiBE(d enable E7DET,
BRCRE LIRS, HERMEERCI O CUHERNARELRDZENDDET . TOBEFEMNICHREL
EE0,




A4-4. EEIRFXIGEZEE
T/I\AJLBETEMBEY® NTP U— /) \Hh SIEEREAINARER I DI ENTEFET,
4-4-1. BENSRIOFERENTE

Hhe Kz BB EDHREZITVET .

BB, NTP E'//A)LBEIRERIC K DIFZIFAZE (FHEMh & TRD E T,
av>UR set auto-time { ntp | mobile } { enable | disable }
noset auto-time { ntp | mobile }

INSA—=% | ntp :NTPOUSAT> MK BEXFHEE

mobile : &/ \1)LiBEiHkK C K DREXIFZE

enable :B%

disable : %)

E ELE

Rooster0S> set auto-time ntp enable <IX>Rz AN
Rooster0S>

HEAfE mobile enable

e ntp (CERELZIHBE. ntp-server DERENURETT,

4-4-2. NTPH—/(

HEE NTP O —/\ZH/ELFET . (EEEREDIRE. &KX 24)

O R set auto-time ntp-server { A_.B.C.D | FQDN }
noset auto-time ntp-server

NS A—=%4 | AB.CD:IP7RLX

FQDN : FQDN (&X 253 X5F)

EhiE E1740
Rooster0S> set auto-time ntp-server ntp.nict.jp <I¥ RzAN
Rooster0S>

HEA(E ntp.nict.jp

ntp-server ntp.jst.mfeed.ad.jp

BARER | 2

4-4-3. BFARFREEOHEZREMRE

HEe FB)I\AI)LBEIRHEKC R DERAREOHER I DR ERELET .
O R set auto-time mobile-interval { INTERVAL-MIN }
noset auto-time mobile-interval

J\SA—%4 | INTERVAL-MIN : 1-9999 (B : 43)
iE ESFLE

Rooster0S> set auto-time mobile-interval 1440 <X RZAS
Rooster0S>

¥EA(E 1440 %>




4-5. BFEH—EX

BET-EXDRENTEET,

4-5-1. SSHiEH:
SSH EHDBRER VAN TEET,

1. SSHY—)(DfEMAEE
ke SSH & —/\a%h /M RELET.

O R set ssh-server { enable | disable }
noset ssh-server { enable | disable }

JXSA—%4 | enable : B%b

disable : ##%h
EhE eI
Rooster0S> set ssh-server enable <Y RzZAS
Rooster0S>
YEAE enable

2. SSHY—/)UR— NEE

HEE SSH Y —/\D/IR— hMESZER/ELEFTY.

av>R set ssh-server port { NUMBER }
noset ssh-server port

J{SA—%4 | NUMBER : 7/R— &S (1-65535)
EE T

Rooster0S> set ssh-server port 22 <IX¥>RzA7]
Rooster0S>

YIFAME 22




= ==

15 E

3. JAIRD—ROTA > DEREE
e JINRDT—ROJA > DERH /BN ERELET,
av>UR set ssh-server password-login { enable | disable }
noset ssh-server
J\SXA—=%4 | enable : B
disable : &3
EE ESGLIR
Rooster0S> set ssh-server password-login enable <Y Rz A7
Rooster0S>
YIERME enable
iz FENC T DIBEEARESTEE L THENRNEOT A > TERLIRDET,
NRROFREICDETELUTIE 6. SSH AMHERTE] 2B ZE0,




4. SSHtzw= 3 2 HEFSREIFRERTE

HEE SSH H—/N&ED SSH v 2 a3 AHE DIz DFT —F=XET DMRERELET.

<> R set ssh-server keepalive { SSHKEEPALIVE }
noset ssh-server keepalive

JXSA—% | SSHKEEPALIVE : 0-3600 (E{7:#) (0 TE)
EhiE FITH

Rooster0S> set ssh-server keepalive 300 <IY¥>RzA7]
Rooster0S>

YIHAME 0

5. SSH&A L7770 NEREERE

HEE SSH B —/NEDTA LT MERZERELE T,

av>UR set ssh-server idle-timeout { SSHIDLETIMEOUT }
noset ssh-server idle-timeout

J{SA—%4 | SSHIDLETIMEOUT : 0-5400 (ES47:#%) (0 : #3)

EE E4761 -
Rooster0S> set ssh-server idle-timeout 5400 <Y RzZAN
Rooster0S>

HEA(E 5400

6. SSH AFABEERIE
Hahe root 1—HM SSH ABIRERELET.

av>U R set ssh-server public-key { PUBLICKEY }
noset ssh-server

JUSXA—%4 | PUBLICKEY : 2Bi##&K 2048byte
EE e

Rooster0S> set ssh-server public-key AAAAB3Nza...(&%)...U6cv7nN10070
WUBhMue38z1FRB5UhuOZkskJdVot  <JX¥> Rz AN
Rooster0S>

IHRME HERL

eSS PUBLICKEY i&E(&. N\F#ET—5D [##E] OHEANDUET,




4-5-2. OJEHE

syslog U—/) EnXEZ LE T,

n RESAMEEENERY NDO—OTERLTEE0,

1. syslog B —/\DERXERTE
tage SMEBICEREB LTz syslog H—/\CI—HOU #ER T BREE LET.

v R set log forward { enable | disable }
noset log forward { enable | disable }

XS A—%4 | enable : B%h

disable : #&5h
EhE E174
Rooster0S> set log forward enable <JX>RZAS
Rooster0S>
WIHAME disable

2. syslog B —/)\DERX5CRTE

e 1—Y0O0%8R% Y 3 syslog H—/ D7 RL AFE /=l FQDN #/ELE T,
<> R set log forward ip { FQDN | A.B.C.D } [ port NUMBER ]
noset log forward ip

J{SA—% | FQDN : FQDN (&X 253 XF)

AB.CD:IP7RLX

NUMBER : 7/R— h&S (1-65535)

EniE ESSH
Rooster0S> set log forward ip 000.111.XXX.XXX port 514 <INX>Rz A7
Rooster0S>

HEAE 514 (port)

3. syslog Y—/)\A\DEHX T O M IJLEKTE

tEE #RiX 9 B syslog Xwvt—=07OMILEIBELET .
<> R set log forward protocol { tcp | udp }
noset log forward protocol

NS A—%4 | tcp: TCPiBIE

udp : UDP i&{E

e ESGUTIR

Rooster0S> set log forward protocol udp <IX>RFZAN]
Rooster0S>

YIRAME udp




4-5-3. SAA4F=ZwIDNSH—EX

SF4F=v2DNSH—EX (DDNS) ZHELFT,

1. DDNSH—EXDEMRFE
Hahe HAF=v 2 DNS Y—ERDEN,/ BHEEE LET,

O R set ddns { enable | disable }
noset ddns { enable | disable }

XS A—%4 | enable : B%h

disable : ##%h
EhE eI
Rooster0S> set ddns enable <IX>RZAS
Rooster0s>
HEAfE disable

2. DDNS JO/\A5&TE
Mk DDNS H—EX T/ A 9 =RELET,

av>R set ddns provider { PROVIDER }
noset ddns provider

J{SX—% | PROVIDER : FQDN (§X 253 X5)

e E174
Rooster0S> set ddns provider suncomm.DDNS <J¥> Rz AJ]
Rooster0S>

HIHAME suncomm.DDNS

3. DDNS RXAAZR&%&EE

HEE DDNS B—EXRD RAA>%E (RRMERE) ZRELEFT.

av>R set ddns domain { DOMAINNAME }
noset ddns provider

J\SX—% | DOMAINNAME : FQDN (&X 253 X=F)
iF ESELE

Rooster0S> set ddns domain XXXXXX.suncomm.net <IX¥>RzAN]
Rooster0S>

IHRME ERL




4. DDNS I1—Y&EE
i DDNS H—EZDI1—H2ERELET,

av> R set ddns username { USERNAME }
noset ddns username

J{SA—%4 | USERNAME : S (FA 64 XF)
EhiE FITH

Rooster0S> set ddns username XXXXxXxxX <X~ Rz A7
Rooster0S>

YIHAME RERU

5. DDNS/{RD— REEE
Hah DDNS H—E2D) (2D — RERELET.

av> R set ddns password { PASSWORD }
noset ddns password

JNSA—% | PASSWORD : R#ES (K 64 XF)
}E ESFTN

Rooster0S> set ddns password XXXXXXXXX <Y Rz AN
Rooster0S>

IHRME HERL

6. DDNSEfx1>45—TJ 1T RHE

HAE DDNS H—ERICERI DA >F—TTARDRY hNI—JZKEELFET.
<> R set ddns regist-ip interface { auto | NETWORKNAME }
noset set ddns regist-ip interface

INSA=% | auto : TIAI ML= bDA2EF—TTAADIP 7 RL A Z2EH
NETWORKNAME : > —J T A AFEDRY NI—DZZEE

EE e
Rooster0S> set ddns regist-ip interface mobilel <X RzAN
Rooster0S>

HIHRME auto

fw%& FTIAILBIL—NIERET DA I —T T A AZBELIZEN,

7. DDNSE&R IP 77 b L AR DREIFREERTE

HEE DDNS B—EX(CEiRT D IP 7 RL A ZHERY SRR ZRELEFT.

av> R set ddns check-interval { INTERVAL-MIN }
noset ddns check-interval

J{SAX—%4 | INTERVAL-MIN : 5-9999 (B{if : )
EhiE ES L

Rooster0S> set ddns check-interval 5 <JY>RzAS
Rooster0S>

IHRME 5




e

a3 AE

8. DDNS & IP 77 kL X5l E TR D RS E
Heae DDNS —EXI(CE#HRT D IP 7 RL A ZREIEHRT DERERELET.
av> R set ddns update-interval { INTERVAL-MIN }
noset ddns update-interval
JXSX—% | INTERVAL-MIN : 5-9999 (B : 43)
EniE E1741

Rooster0S> set ddns update-interval 60 <Y Rz A7
Rooster0S>

YIHAME




N 3 CEERE A |

4-5-4, DHCPH—EX

DHCP B —/UKDEEY, Y IP 7 RLRADEIDETEZRELET .

1. DHCP B —/\DERETE

HERE DHCP B —/)\DBE3 /B3R EZEITVET .

O R set dhcp interface { NETWORKNAME } server { enable | disable }
noset dhcp interface { NETWORKNAME } server

JNSA—=%4 | NETWORKNAME : *v hDJ—20%

enable : B%h

disable : f&%)

}E ESFTH

Rooster0S> set dhcp interface lan server enable <IY>RzZAJS]
Rooster0S>

YIEAfE disable

2 ) RLREREDA > — T T A ADRECERCIRADFET,

2. DHCP Y —/\D& 7 KL ADED HTEE

e DHCP H—/\D& 77 RL ADEID B TR,/ BMREEITVET,

av> R set dhcp interface { NETWORKNAME } dynamic-dhcp { enable | disable }
noset dhcp interface { NETWORKNAME } dynamic-dhcp

XS X—% | NETWORKNAME : Rv NJ—2%

enable : B%h

disable : &%)

EE ESGLIR

Rooster0S> set dhcp interface lan dynamic-dhcp enable <Y Rz AN
Rooster0S>

YIEAE enable

e disable DiZE. D —XDIHHTWNET,

3. DHCPH—/\D IP 77 RL XEEDE D HTHE

Heae DHCP H—/NKDEIDHTS IP 7 RLADEHEZFRELE T,

av>R set dhcp interface { NETWORKNAME } lease-ip { A.B.C.D } { E.F.G.H }
noset dhcp interface { NETWORKNAME } lease-ip

J\SA—%4 | NETWORKNAME : xv hDJ—0%

A.B.C.D: U—XFBIP 7 RL-X

EF.GH: U—=X¥ETIP7RLX

iE ESFLE

Rooster0S> set dhcp interface lan lease-ip 192.168.62.100 192.168.62.149
Rooster0S> TR RZEAD

YIHAME RERU




I £ =R

4. DHCPH—/NDEINDHT IP 7 RLADY — X KFfEETE

e DHCP H—/NKDEID LTI IP 7 RLADU —ABRIZRELET .

av>UR set dhcp interface { NETWORKNAME } lease-time { NUMBER }
noset dhcp interface { NETWORKNAME } lease-time

XS A—% | NETWORKNAME : v hD—2%
NUMBER : 120-86400 (ES{7 : #)

e E1741
Rooster0S> set dhcp interface lan lease-time 43200 <X~ RzA7]
Rooster0S>

HIHAME 43200

5. DHCPH—/\ES IP 7 RLRDRY MR ATHRE

HERE DHCP B—/\KDEUET D IP 7 RLADRY MRRAUEHRELET.

av>R set dhcp interface { NETWORKNAME } subnet-mask { A.B.C.D }
noset dhcp interface { NETWORKNAME } subnet-mask

XS A =4 | NETWORKNAME : ®xv hDJ—20%

A.B.C.D:IPV7RLXR

e E1741
Rooster0S> set dhcp interface lan subnet-mask 255.255_XX.X<JIY> Rz AN
Rooster0S>

HIHAME BRENMBWVES(EA > —TITARIHKIFLET,

6. DHCP Y—/\EAEDIL—5T KL AEKE
Hahe DHCP J—/ Uk DEHET BIL—5 7 RLAZRELFT.

<> R set dhcp interface { NETWORKNAME } router { A.B.C.D }
no set dhcp interface { NETWORKNAME } router

J{SX—%4 | NETWORKNAME : v hDJ—2%
A.B.C.D:IP7RLX

iF ESFLE

Rooster0S> set dhcp interface lan router 192.168.62.1 <Y Rz AN
Rooster0S>




7. DHCP Y —/\B{SD DNS H—/)\ 7 RL A&TE

Heae DHCP 5—/\KDEHEF D DNS B—/\W RLAZ/ELE T, (HEHERETRE =K 814)
av>UR set dhcp interface { NETWORKNAME } dns { A.B.C.D }

no set dhcp interface { NETWORKNAME } dns

J\SA—=%4 | NETWORKNAME : xv hD—2%

A.B.C.D:IPV7RLXR

iE e

Rooster0S> set dhcp interface lan dns 192.168.62.1 <IX¥>RzA7]
Rooster0S>

8. DHCP & —/\&#H IP 77 KL AFHTE

Heae DHCP 5—/NKDEE Uz mac 7 RL X (S U CEN RL X IP 2B DEHTHREZLFT.

(E#GRTERIRE &K 321)

<R set dhcp static { NAME } mac { XX:XX:XX:XX:XX:XX } lease-ip { A.B.C.D }
[ lease-time { NUMBER } ]

noset dhcp static { NAME } mac

NS A—%4 | NAME : /#i5ES (8K 32 XF)

XXXXXXXXXX XX 1 MAC 77 RL-X

AB.C.D:IPD77RLR

NUMBER : 120-86400 (B4 : #2)

iF ESFLE

Rooster0S> set dhcp static user01 mac 0X:8X:FX:7X:0X:0X lease-ip 192.168.
62.100 lease-time 86400 <IN~ RzAN
Rooster0S>




48 FHEIN> ROFFH

4-5-5. DNS
DNS UL —H—JGRE. IR NEDRENTEFET.

1. DNS UL —Y—)\DEE

Heae DNS UL —B—/)\Di&EZEULFET. (BT, =X 24
O R set dns dns-server { A.B.C.D }
noset dns dns-server { A.B.C.D }
NS A—=%4 | AB.C.D:DNSH—/)\DIP 7 RL X
e ESSH
Rooster0S> set dns dns-server 10.10.XXX.XXX «<JY¥>RzAS
Rooster0S>
WIHA(E RERL

2. E—O-RIlxy cD—OBWEDEDFE

e DNS UL —H—=/NCHBFD. B—O—HILRY RND—=IONSOBWEDEDHERE T DN ZEREUF
ER
av> R set dns local-service { enable | disable }
noset dns local-service { enable | disable }
J\SA—%4 | enable: B (B—=xvy hD—DDHEET D)
disable : %) (&2 TICHETD)
e EI
Rooster0S> set dns local-service disable <Y RzAN
Rooster0S>
HEAME enable

3. DNS/RX hRDRE

HeAE DNS/RA MEDFREZLFT. (EHEREDE. &A 84)
O R set dns-host name { FQDN } ip { A.B.C.D }
noset dns-host name { FQDN } ip { A.B.C.D }
NS A—%4 | FQDN : #HES (]’X 253 XF)
AB.C.D:IP77KRLR
e E17H

Rooster0S> set dns-host name test.com ip 10.10.XXX.XXX <I¥>RzAS
Rooster0S>

IHRME




4-5-6. SunDMS
PHNERT IETEREY —EXTHD [SUNDMS| LIS DIehDREZELF T,

1. SunDMS OfERETE
Hake SUNDMS T—= 1> MEREDE,/ B ERELET,

O R set sundms { enable | disable }
noset sundms { enable | disable }

XS A—%4 | enable : B%h

disable : ##%h
EhE eI
Rooster0S> set sundms enable <Y Rz AN
Rooster0Ss>
HEAfE enable

2. SunDMS ##E#:)7 B L AEETE

HEE SunDMS B —/NE I D12 DT RL AZRELET .
<> R set sundms server { A_.B.C.D | FQDN }
noset sundms server

J{S%4—4 | AB.CD:IP7RLX
FQDN : FQDN (8 253 )

e ESGUTIR
Rooster0S> set sundms server edge-comm.sundms.jp <JIX¥>RzA7]
Rooster0S>

WIERME edge-comm.sundms.jp

3. SunDMS #Efdh— NRE

Hae SunDMS B — /(DR — MESZRELET .
<> R set sundms port { NUMBER }
noset sundms port

JXSA—% | NUMBER : /R— h&S (1-65535)
EE e

Rooster0S> set sundms port 443 <JY¥> Rz AN
Rooster0S>

YIHAME 443




I £ =R

4. SunDMS ZOF>H—)\D7 RL ZA&E

e JOFSH—)DT7 RLRZZELET .

av>UR set sundms proxy server { A.B.C.D | FQDN }
noset sundms port

SX—% | AB.CD:IP7RLX
FQDN : FQDN (&X 253 XF)

EniE E1741
Rooster0S> set sundms proxy server 192.168.1.1 <IX¥>RzA7]
Rooster0S>

HIHAME HERL

5. SunDMS ZO+>YH—)UR— h&E
Hake TOFSH—/\OR— MESERELFT.

av>UR set sundms proxy port { NUMBER }
noset sundms proxy port

XS A—%4 | NUMBER : /R— h&S (1-65535)
BE e

Rooster0S> set sundms port 443 <IY¥> Rz AN
Rooster0S>

HIHAE FERL




4-5-7. WebUE#H:
WebUI #EHDEENR AN TEET,

1. 77RJ{> X~ WebUI @ https H—/) UR— NETE

Hiae 7 RJN R WebUI @ https H—/{DR— hESERELE T,

av>UR set webui https port { NUMBER }
noset https port

J\SX—%4 | NUMBER : /R— ;&S (1-65535)

e ESGUTIR
Rooster0S> set webui https port 8443 <IN RzZAN
Rooster0S>

WIHAME 443

SYEEIE R— &S % DRX AMERT HR— +FES (SSH : 22, DNS : 53, IPsec : 50074500,
PPTP : 1723, L2TP : 1701 % &) (FERE LB WTL &L, RET 5 & Web SREEE
27O ERTELRLRYET




N 3 CEERE A |

4-6. v hDJ—2

4-6-1. IL—F+a >0

FHIL—F 1 O DRIRREZELEF Y.

HERE L —T« DO DREREZ LET. (EEERTEDRE. &K 128 1)
<> R set route { ROUTENAME } network { CIDR | A.B.C.D mask A.B.C.D } { interface

{ NETWORKNAME } | gateway { A.B.C.D } } [ metric { METRIC} ] [ mtu { MTU } ]
[ { unreachable | blackhole } ] [ description { DESCRIPTION } ]

noset set route { ROUTENAME }

J\SA—%4 | ROUTENAME : R¥FGES (RIKERER)

CIDR : 3B5E IP 7 RL X /<1-32>

A.B.C.D/NETMASK : 585E IP 77 RL- X /%xw R R (IP 77 RLXFER)
NETWORKNAME : /> —J T A AREDRY NJ—T%&
A.B.C.D:IPJ7RL-X (gateway @ IP 77 RL-X)
METRIC : #{E (X U w O{E)

MTU : B (MTU f&)

DESCRIPTION : XE (H¥ARHF. &K 64 XF)
unreachable : /\Zrv ~DIEE

blackhole : /\ow bad ROwW S

E ESF

Rooster0S> set route test network 124.108.XXX.XXX/24 gateway 10.66.
XXX_XXX interface wan description memo <IY¥>RZAN
Rooster0S>

YIRAE FRERL




I £ =R

4-6-2. TJ7AT7IA—)L

T7ATPIOA—IEHELET .

DRX DsEZTTD WebUI 1> CLI D230 9 DERE(F. LU T DIRER

- DRX DE&EZITD GUIA® CLI 2R~ dids &)L — YR DBERRE AN FHSHEER
Eonicxry hJ—UTxIET DRIR

- IPSec &R EZ 1T DFIC K DIBERIEDEKR(CHDIZ O TRESNDRIR

DWITNHDHTHERL. 2T —FRy MMIHEH LU TWSIRIE T(HERZF I (CT DERIE

FLIBWTLIES0N,

1. Forward ™7 J )L bRUS—&TE

Heae BXOT IAIBRUS —ZRELET.

av> R set firewall forward default-policy { accept | reject | drop }
noset firewall forward default-policy

JNSA—% | accept : ZIHFFD

reject : #ERITD

drop : HE9D
EniE E1741
Rooster0S> set firewall forward default-policy reject <Y Rz AN
Rooster0S>
YIEAE reject

2. InputDFIJA)LMRUS—ETFE

HeHE ZEDOT IAIN RIS —ZRELET.

av>R set firewall input default-policy { accept | reject | drop }
noset firewall input default-policy

J\SX—% | accept : ZIHIFD

reject : #ERITD

drop : HEET D

EE e

Rooster0S> set firewall input default-policy accept <Y Rz AN
Rooster0S>

HEA(E accept




3. Output DT I A#JL MRUS—ERTE

HEE REDOTIAIIMRYS —ZRELET.

av>UR set firewall output default-policy { accept | reject | drop }
noset firewall output default-policy

NS A—=%4 | accept: ZIHII+3

reject : #EBTD

drop : iEI D
e ESSH
Rooster0S> set Firewall output default-policy accept <X Rz AN
Rooster0S>
HEAfE accept

4. FNIRI\Ty MEROERRE
ik mE) oy MRS 2%, EEREE LET,

av>UR set firewall drop-invalid { enable | disable }
noset firewall drop-invalid { enable | disable }
J\SXA—=%4 | enable : B

disable : &%)

EE ESGLIR

Rooster0S> set firewall drop-invalid enable <JY¥> Rz A7
Rooster0S>

YIEAE enable

5. SYN 5w RIREMRDEMRE
i SYN 5w RIUSSsRODAR / MREE LET.

av> R set firewall syn-flood { enable | disable }
noset firewall syn-flood { enable | disable }
JNSA—=%4 | enable: B

disable : #Exh

iF ESFLE

Rooster0S> set firewall syn-flood enable <1Y> Rz A7
Rooster0S>

¥EA(E enable




6. J7AT7IA—ILDY—2TE

Heae V2B A—TIARZRELEFT, (BEEREAIR. "A8 M)
<> R set firewall zone { ZONENAME } interface { NETWORKNAME }
noset firewall zone { ZONENAME } interface

NS A—% | ZONENAME : YV —>% =HES (BKX 128 XF)

NETWORKNAME : v D —20%

e E1741

Rooster0S> set Firewall zone zonenamel interface wan <JIX¥> Rz AN

Rooster0S>
YIERME RERL
i fidd zone [CEONTWVNDA A —T T A RIFRETESTEE A,

7. J7ATIA—)ILD Forward YV —5%7E

HeAE V—>HOEmERUS —ZRELET,

a<v> R set Firewall zone { ZONENAME } forward-policy { accept | reject | drop }
noset firewall zone { ZONENAME } forward-policy

J\SA—%4 | ZONENAME : V—>% R#ES (RK 128 XF)

accept : ZIFHHF>D

reject : #ERITD

drop : lEEI D
e ESGLTIR
Rooster0S> set firewall zone zonel forward-policy reject <Y REAN
Rooster0S>
HEA(E reject

8. J7AT7IA—ILD Input YV —>35&%E

e V-2 ORMERU S —ZRELF T,

av> R set Firewall zone { ZONENAME } input-policy { accept | reject | drop }
noset firewall zone { ZONENAME } input-policy

JNSAX—%4 | ZONENAME : YV —>4% Z#ES (&K 128 XF)

accept : ZIHF+>D

reject : #ERITD

drop : HEET D

E ELE

Rooster0S> set firewall zone zonel input-policy accept <X~ Rz AN
Rooster0S>

YIEAE accept




9. J7AT7IA4—)L®D Output YV —i&7E

Heae V—2DRERUS —ZRELET,

av>UR set firewall zone { ZONENAME } output-policy { accept | reject | drop }
noset firewall zone { ZONENAME } output-policy

NS A—% | ZONENAME : YV —>% =HES (BKX 128 XF)

accept : ZIHF+3

reject : $EM9I D

drop : lEI D
e E1761
Rooster0S> set firewall zone zonel output-policy accept <Y RzZAS
Rooster0S>
YIERMiE accept

1 0. Y—2 NAT OfERRE

HERE RABL— OB/ BNEREZLUET.

O R set firewall zone { ZONENAME } nat { enable | disable }
noset firewall zone { ZONENAME } nat

J\SA—% | ZONENAME : V—>% R¥ES (BX 128 XF)

enable : B%h

disable : #&%)

iF ESELE

Rooster0S> set Firewall zone zonel nat disable <IY>RzAN
Rooster0S>

HEAE disable

2 X/ Ty hOR(ETT IP DESRR ZITVET,

11. MSS OS> TDERETE

t4ee MSS 25> (Maximum Segment Size) Z=BEBIMN(CFAEE S DHEEEDBR, EHREELET.
av>U R set firewall zone { ZONENAME } mss-clamp { enable | disable }

noset firewall zone { ZONENAME } mss-clamp

NS A—% | ZONENAME : V—->% J¥ES (B’K 128 XF)

enable : B%)

disable : 3

E ELE

Rooster0S> set firewall zone zonel mss-clamp enable <Y RZAN
Rooster0S>

YIEAE disable




1 2. @@/\Uy NOJSEROEREE

e BROJ % R T DEEEDER . BNREZ LET,

av>UR set Firewall zone { ZONENAME } packet-log { enable | disable }
noset firewall zone { ZONENAME } packet-log

XS A—%4 | ZONENAME : V—>4% =¥ES (8K 128 XF)

enable : B%)

disable : 3

EE ESSLIR

Rooster0S> set Firewall zone zonel packet-log enable <JX> Rz AN
Rooster0S>

HEAfE disable

1 3. M/ Oy hOJEREROERRE

Heae JOv o000 %3k T HEEDE / BIREZ LET.

av>UR set firewall zone { ZONENAME } block-log { enable | disable }
noset firewall zone { ZONENAME } block-log

XS A—%4 | ZONENAME : V—->% =¥ES (8K 128 XF)

enable : B%)

disable : f&3h

E e

Rooster0S> set Firewall zone zonel block-log enable <Y RZAN
Rooster0S>

HEAE disable

14. V-—>Ltoiie) Uy SOJEROERERE
ek BESNEY - OBB) Uy NOJZRE S SHEDER / BREE LY.

av> R set firewall out-of-zone packet-log { enable | disable }
noset firewall out-of-zone packet-log

J\SX—=%4 | enable : B
disable : &%)
EhE eI

Rooster0S> set firewall out-of-zone packet-log enable <Y RZAN
Rooster0S>

YIEAE disable




1 5. Y=Ll (4w SO R3OS RETE
i3 SRTESNEY — LR oy SO & sLiR 9 DEEDEN / EHRTEE LET .

av>UR set firewall out-of-zone block-log { enable | disable }
noset firewall out-of-zone packet-log

JXSA—%4 | enable : B%h

disable : #E3h
e E1741
Rooster0S> set firewall out-of-zone block-log enable <J¥> Rz A7
Rooster0S>
HIHAME disable

16. V—ROImERIE
ke V- MOERSTEE UET. (EHERETE Bk 134)

O R set firewall forwarding-zones source { ZONENAME } destination { ZONENAME }
noset firewall forwarding-zones source { ZONENAME } destination

J{\SA—%4 | ZONENAME : YV —>% Z#E5 (8K 128 XF)

e E174
Rooster0S> set firewall forwarding-zones source zonel destination zone2
Rooster0S> TIN>RZEAR
HIHAME RERL
e B2 DY —BENESNEA 2 —T T A RECDEREZE VRV EERTEF B A

17. DJ7ATIA—ILT«)LYDIERFE

HAE T IVIREDEN BNREZLUFET,

O R set Firewall filter { SEQUENCE } { enable | disable }
noset firewall filter { SEQUENCE }

XS A—% | SEQUENCE : B5EE &S 1-65535 (J+ ILYDEKE)

enable : B%h

disable : #E5h

iF ESFLE

Rooster0S> set Firewall filter 1 enable <IN RzZAS
Rooster0S>

YIHAME RERU




18. J7A70A—)Lo@BTONIILRE

Hae T4 ILAF® protocol ZRELET . (FEBEEREDIEE. &K 6)

av>UR set Firewall filter { SEQUENCE } protocol { all | PROTOCOL | icmp | tcp | udp
| gre | esp | ah }

noset firewall filter { SEQUENCE } protocol

J\SA—% | SEQUENCE : B%EES 1-65535 (T ILYDEBEE)

PROTOCOL : O MIILEES =F/zld. FOMIJLE (ah, esp, gre, icmp, tep, udp)

all : £27T® protocol ZHHRET S

BiF ESFTH

Rooster0S> set firewall filter 1 protocol all <JIY>Rz AN
Rooster0S>

YIFAME HERL




19. J7AT7IA—ILDT « )5 DHEEERTE

e T+ LI OMEERTEZITVET,

av>UR set Firewall filter { SEQUENCE } action { accept | drop | reject } { input-zone
{ any | ZONENAME } | output-zone { ZONENAME } | forward-zone src { any |
ZONENAME } dest { any | ZONENAME } } src-ip { any | CIDR | A.B.C.D/NETMASK }
[ src-port { NUMBER | NUMBERRANGE } ] dest-ip { any | CIDR | A.B.C.D/NETMASK }
[ dest-port { NUMBER | NUMBERRANGE } J[src-mac { XX:XX:XX:XX:XX:XX }]

noset firewall filter { SEQUENCE } protocol

NS A—% | SEQUENCE : B5EE &S 1-65535 (T« ILYDEKXE)

accept : ZIHF+3

reject : $EM9I D

drop : lEI D

input-zone : F{ET 1 JLF

output-zone : XfET + LY

forward-zone : ¥siX J )L

ZONENAME : R#ELS (&K 128 XF)

CIDR : *{E7577 RL- X /<0-32>

A.B.C.D/NETMASK : B85 77 RL R /XX (77 RLAERDYRXD)

NUMBER : 0-65535 (7R— h&ES)

NUMBERRANGE : # - #fE (OR— hESEE, 4 : 155 100725 [1-100] )

XXXXXXXXXXXX : MAC 77 RL-X

EE e

(INPUT TETO IP 5F0])

Rooster0S> set firewall filter 1 action accept input-zone zonel src-ip
any dest-ip any <JY¥>RZAT]

Rooster0S>

(output TE2TO IP JOYY)

Rooster0S> set firewall filter 1 action reject output-zone zonel src-ip
any dest-ip any <JY¥>RZAT]

Rooster0S>

CE/1ILBEETHEED 1P 357])

Rooster0S> set firewall filter 1 action accept forward-zone src lan dest
mobilel src-ip any dest-ip 124.108.XXX.XXX /32 <I¥>RZAT]
Rooster0S>

(BTED MAC 7 RLA%EF8])

Rooster0S> set firewall filter 1 action accept forward-zone src lan dest
any src-ip any dest-ip any src-mac OX:8X:FX:7X:0X:0X <«JY¥>RzAJ]
Rooster0S>

YIRAME HERL

e R— NESZEIETET D & (S protocol DIBEZ tep H udp (CERELTLIZS0N,




2 0. Filter ODXEDENN

Heae TAIIEREICAEERRELET .

<> R set firewall filter { SEQUENCE } description { DESCRIPTION }
noset firewall filter { SEQUENCE } description

NS A—% | SEQUENCE : B5EE &S 1-65535 (T« ILYDEKXE)

DESCRIPTION : XE (HARHF. &K 64 XF)

EniE E1741
Rooster0S> set firewall filter 1 description memoTest <Y Rz AL
Rooster0S>

HIHAME HERL

2 1. Filter DEES{L/ Uy hOEIBERTE

e T+ )LAD 12tp ([CT ipsec BBt ENZ/\o Y hDH BB S DIERELET .
av>UR set firewall filter { SEQUENCE } extra { 12tp_ipsec_accept }
noset firewall filter { SEQUENCE } extra

J\SA—%4 | SEQUENCE : B%E&ES 1-65535 (T 1 ILYDEFRE)
12tp_ipsec_accept : IPsec S ENIZ/\ Uy hbOIHBEEED

EniE e
Rooster0S> set firewall filter 1 extra 12tp_ipsec_accept <Y Rz AN
Rooster0S>

WIHBME FERL

e L2TP/IPsec B —/\&{ER T 3HE.

L2TP(UDP @ 1701 BE/R— K)oy MNBBEEDE TARREZBERL T ZEL),

set firewall filter SEQUENCE enable
set firewall filter SEQUENCE protocol udp
set firewall filter SEQUENCE action accept input-zone any src-ip any dest-ip any dest-port 1701




22. ICMP 5A T D&E

HEE TAILIDICMP 1 T =HZELET .

<> R set firewall filter { SEQUENCE } icmp-type { any | ICMPTYPE | echo-reply
] source-quench | echo-request | destination-unreachable

] network-unreachable | host-unreachable | protocol-unreachable

| port-unreachable | fragmentation-needed | source-route-failed

] network-unknown | host-unknown | network-prohibited | host-prohibited

] tos-network-unreachable | tos-host-unreachable | communication-prohibited
| host-precedence-violation | precedence-cutoff | redirect | network-redirect
] host-redirect | tos-network-redirect | tos-host-redirect
router-advertisement | router-solicitation | time-exceeded
ttl-zero-during-transit | ttl-zero-during-reassembly | parameter-problem
ip-header-bad | required-option-missing | timestamp-request
timestamp-reply | address-mask-request | address-mask-reply }

noset firewall filter { SEQUENCE } icmp-type

NS A—% | SEQUENCE : B5EE&ES 1-65535 (T« ILYDEKXE)
ICMPTYPE : ICMP Type &% 0-255 F/z(&. ICMP Type % (echo-reply, source-quench 7&¢&)

e E1741
Rooster0S> set firewall filter 1 icmp-type port-unreachable
TIR>RZEAT
Rooster0S>
HIHAME RERL

2 IT7AT7IA—=IL T« 1IBBICESMAD ICMP Type iEETEEY.




4-6-3. NAT
XS5 NAT. XS5t NAT DEREZITLET .

1. IX{5% NAT DfERRE
Hake DNAT SEDES /BN RIELET

O R set nat destination { SEQUENCE } { enable | disable }
noset set nat destination { SEQUENCE }

NS A—% | SEQUENCE : B%EES 1-65535 O#EHE (1 iMEEESVY)

EhE eI
Rooster0S> set nat destination 129 enable<IY> Rz AN
Rooster0s>

HEAfE RERL

2. XESLNATEBROTONIILEE
HERE DNAT SEDTO L ESRELE Y.
av>UR set nat destination { SEQUENCE } protocol { all | PROTOCOL | ah | esp | gre

| icmp | tcp | udp }
noset nat destination { SEQUENCE }

J{SX—%4 | SEQUENCE : B%ESES 1-65535
PROTOCOL : O hJLEBSFETONIILE

EE e

Rooster0S> set nat destination 129 protocol tcp<IY¥>RzAN
Rooster0S>

YIFAME FERL




N 3 CEERE A |

3. XSS5 NAT ESHRX D5EED IP =IE

Heae DNAT EDE EHX DFE5E IP ZRELET.
rewrite /\SA—SD IP/R— MNESEEZTMIFT
O R set nat destination { SEQUENCE }
src-zone { ZONENAME }
dest-zone { any | ZONENAME }
src-ip { any | A.B.C.D | CIDR | A.B.C.D/NETMASK } [ src-port { NUMBER |
NUMBERRANGE } ]
dest-ip { any | A.B.C.D | CIDR | A.B.C.D/NETMASK } [ dest-port { NUMBER
| NUMBERRANGE } ]
rewrite ip { A.B.C.D | CIDR | A.B.C.D/NETMASK } [ port { NUMBER } ]
noset nat destination { SEQUENCE }
J\SXA—%4 | SEQUENCE : B%E&ES 1-65535
ZONENAME : {HRY —>%
AB.CD:IP7RLX
CIDR : IP 7 RL-X/<1-32>
A.B.C.D/NETMASK : IP 77 RL- /%Y kX (IP 7 RL-XAZ)
NUMBER : 7/R— NS 1-65535 DEiH
NUMBERRANGE : '-'T/Rh— MBS DEFEIEE (e.g. 2000-3000)

EE e

Rooster0S> set nat destination 129 src-zone mobilel dest-zone any src-ip
any dest-ip any dest-port 21 rewrite ip 192.168.XXX.XXX port 8021

Rooster0S> TIXREAS
YIERE RERL
e R— NESZEIETET D & (S protocol DIBEZ tep H udp (CERELTLIZS0N,

4. X{E5E NAT DAEDEN
ke DNAT SEDAEEHELET.

O R set nat destination { SEQUENCE } description { DESCRIPTION }
noset nat destination { SEQUENCE }

J\SA—%4 | SEQUENCE : B%E&ES 1-65535
DESCRIPTION : XE (3AR#BF. RKX 64 XF)
iF ESELE

Rooster0S> set nat destination 129 description tcp80to82 <Y RzZAS
Rooster0S>

IHRME ERL




I £ =R

5. XfS7c NAT OfERERTE
ke SNAT sEDER /W ERELET.

<> R set nat source { SEQUENCE } { enable | disable }
noset nat source { SEQUENCE }

J\SA—%4 | SEQUENCE : {8%E&HES 1-65535 D&iFH (1 iMELERL)

EhE E4761 :
Rooster0S> set nat source 300 enable <IX>RzAN
Rooster0S>

¥EA(E RERL

6. X{Ex NATERAOTONIILEE

Heae SNAT SREOBER /BN ZEHELET,
av> R set nat source{ SEQUENCE } protocol { all | PROTOCOL | ah | esp | gre | icmp
| tcp | udp }

noset nat source { SEQUENCE }
J\SA—%4 | SEQUENCE : B%E&ES 1-65535

PROTOCOL : O hILESFEFTO NIILE
BiE E176) :

Rooster0S> set nat source 300 protocol all <Y RzAN
Rooster0S>

HIHAE FERL




N 3 CEERE A | o

7. 1X{E7T NAT OE SRR D5E5%D IP =E

Heae SNAT SREDE SR DXET IP ZHRELFET,
rewrite /\SA—SD IP/R— MNESEEZTMIFT
O R set nat source { SEQUENCE }
src-zone { any | ZONENAME }
dest-zone { ZONENAME }
src-ip { any | A.B.C.D | CIDR | A.B.C.D/NETMASK } [ src-port { NUMBER |
NUMBERRANGE } ]
dest-ip { any | A.B.C.D | CIDR | A.B.C.D/NETMASK } [ dest-port { NUMBER
| NUMBERRANGE } ]
rewrite ip { A.B.C.D } [ port { PORTNUMBER } ]
noset nat source { SEQUENCE }
J\SXA—%4 | SEQUENCE : 8%E&ES 1-65535
ZONENAME : {HRY —>%
AB.CD:IP7RLX
CIDR : IP 7 RL-X/<1-32>
A.B.C.D/NETMASK : IP 77 RL- /%Y kX (IP 7 RL-XAZ)
NUMBER : 7/R— NS 1-65535 DEiH
NUMBERRANGE : '-'T/Rh— MBS DEFEIEE (e.g. 2000-3000)

EE e

Rooster0S> set nat source 300 src-zone any dest-zone wan src-ip any dest-ip
any rewrite ip 192.168_XXX.XXX port 8021« 1¥>RzA7]

Rooster0S>
YIEAE RERL
e R— NESZEIETET D & (S protocol DIBEZ tep H udp (CERELTLIZS0N,

8. 1XfE7t NAT DA EDIENN

HAE SNAT SREDAEZRELFT.

O R set nat source { SEQUENCE } description { DESCRIPTION }
noset nat source { SEQUENCE }

J\SA—%4 | SEQUENCE : {8%E&ES 1-65535

DESCRIPTION : XE (3AR#BF. RKX 64 XF)

EiE F1THI :

Rooster0S> set nat source 300 description change to 254 <IY¥>RzAN]
Rooster0S>

IHRME ERL




4-6-4. IPsec
IPsec ##&ft CERY SRR EIESIE AR EDREZITVET .

1. ERA>Y—T A XRDEE

HERE IPsec TEAT DA >H—TI A ARZERELEFT . (EEEREDHE. X 161)
<R set ipsec { IPSEC-NAME } interface { NETWORKNAME }

noset ipsec { IPSEC-NAME } interface

XS A—4 | IPSEC-NAME : IPsec JOT7IL& (]|KA 32 XF. BEXF. HFL(FEHED)
NETWORKNAME : /> —JIT 1A X% &RAN64XF

EE e
Rooster0S> set ipsec ipsec0l interface ipsec_01 <X RzAD
Rooster0S>

HIERE HERL

iz cRY RND=OA =T ITAADKECTEET D70 MJLIE. unmanaged ZIBEL TLIZEL),

« IPsec SRERF (X T ERDIL—F 1 > IREZIT O TLIEE0N,
GREZ URWEEBRURRW Uy MR ENBIBENSHDET)
set route ${name} network ${remote_net} interface lan metric 254 blackhole
¥name={E&. remote_net=IPsec HHFAIRY hDT—U7 RL X

2. IKE/\—==3 2 8&E

Hae IKENX=23>%8RELET,

av>U R set ipsec { IPSEC-NAME } ike-version { vl | v2 }
noset ipsec { IPSEC-NAME }

JVSA—%4 | IPSEC-NAME : IPsec 7OJ7(IL%& BAX32XF

e E1741
Rooster0S> set ipsec ipsecOl ike-version v2 <JY¥>RzAS]
Rooster0S>
HIHAME HERL
HE HRENMBEVGE, vI EUTEMELE T,
3. E—REE
HAE FILYSTE—R AA2E-—RERELEFY.

<> R set ipsec { IPSEC-NAME } mode { aggressive | main }
noset ipsec { IPSEC-NAME } mode

NS X—%4 | aggressive : 7L v TJE—R

main : X1>E— R

e E17H

Rooster0S> set ipsec ipsecOl mode aggressive <Y RZAS
Rooster0S>

WIERME aggressive




4. LARGEE

Heae LR A ZZELUET,

av>UR set ipsec { IPSEC-NAME } response-only { enable | disable }
noset ipsec { IPSEC-NAME } response-only

)¢S —4 | IPSEC-NAME : IPsec JOJ 71L& &|K32XF

enable : LARAEUTEMELET
disable : 1 =T —45 & UTCEIELET

e ESSH
Rooster0S> set ipsec ipsec0l response-only disable <JY>RzZ AN
Rooster0S>

WIHAME disable

5. BE#ERERTE

Heae BEEMEREMEDRELE T,

av>UR set ipsec { IPSEC-NAME } always-on { enable | disable }
noset ipsec { IPSEC-NAME } always-on

)¢S —4 | IPSEC-NAME : IPsec JOJ7MI & B®\K 32 XF

EniE e
Rooster0S> set ipsec ipsecOl always-on enable <JY¥> Rz AN
Rooster0S>

HIHAME disable

e A ST —YDIBECDHFENTT .

6. v hD—U7 RLADEBEERE
Hahe 1BFAL Rooster fily hD—07 RLRDEWEEBNICT SHERELET.

<> R set ipsec { IPSEC-NAME } create-route { enable | disable }
noset ipsec { IPSEC-NAME } create-route
)tS—4 | IPSEC-NAME : IPsec JOJ7(I % B]A 32 XF

E e

Rooster0S> set ipsec ipsecOl create-route enable <IY¥>RzZAN]
Rooster0S>

YIEAE enable




7. J\w2a7)LdUXLGRE
e I\ aTITUXLZERELUET,
av>UR set ipsec { IPSEC-NAME } hash { md5 | shal | sha256 | sha384 | sha512 }

noset ipsec { IPSEC-NAME } hash
)¢S —4 | IPSEC-NAME : IPsec JOJ7(I % &K 32 XF

EE e

Rooster0S> set ipsec ipsecOl hash sha256 <IY¥>RzA7]
Rooster0S>

YIHAME RERU

8. ESEI7ILTUILEE
Heae BESIE7IVTULZRELET,
av> R set ipsec { IPSEC-NAME } encrypt { 3des | aes256 }

noset ipsec { IPSEC-NAME } encrypt
J8SX—4 | IPSEC-NAME : IPsec JOJ7(I& BA 32 XF

}E ESFTN

Rooster0S> set ipsec ipsec0l encrypt aes256 <Y RzAS
Rooster0S>

IHRME HERL

9. PFSERABESKUDHIIL—THKE

HEE PFS EREHEE DH O —TZ/ELFE T,

set ipsec { IPSEC-NAME } pfs { enable | disable } group { modp1024 | modp1536
] modp2048 | modp3072 | modp4096 | modp6144 | modp8192 }

noset ipsec { IPSEC-NAME } pfs
)¢S —4 | IPSEC-NAME : IPsec JOJ7M& &K 32 XF

aR>R

e E17H1
Rooster0S> set ipsec ipsecOl pfs disable group modp2048 <I¥>RzA7]
Rooster0S>

HIHAME FERL

10. FRHARORE

HEE ERHARERELETT,

aO<T>UR set ipsec { IPSEC-NAME } psk { PRESHAREDKEY }
noset ipsec { IPSEC-NAME } psk

)¢S —4 | IPSEC-NAME : IPsec JOJ7(I& B®K 32 XF
PRESHAREDKEY : SBHIHEEGHR &K 64 XF

iE ESFLE

Rooster0S> set ipsec ipsecOl psk secretsecret <Y Rz AN
Rooster0S>

YIHAME RERU




I £ =R

11. IKE 54 IJ51 LDEE

e IKE SA J5A4 LZHRELET,

AR set ipsec { IPSEC-NAME } ike-lifetime { IKELIFETIME }
noset ipsec { IPSEC-NAME } ike-lifetime

JCSX—4 | IPSEC-NAME: IPsec JOJ7M& &K 32 XF
IKELIFETIME : 1-86400 (Bifif : #)

e ESSH
Rooster0S> set ipsec ipsec0l ike-lifetime 3600 <Y RZAN
Rooster0S>

WIHAME RERL

12. IPsec S5+ J5 A LDFEE

HERE IPsec 51 5 A L EHELET,

av>UR set ipsec { IPSEC-NAME } ipsec-lifetime { IPSECLIFETIME }
noset ipsec { IPSEC-NAME } ipsec-lifetime

)¢S X —4 | IPSEC-NAME: IPsec JOJ7M& &K 32 XF
IPSECLIFETIME : 1-86400 (Efif : )

EniE ESSH
Rooster0S> set ipsec ipsec0l ipsec-lifetime 28860 <X Rz AN
Rooster0S>

YIHAE HERL

13. #HFIP 7 RLADKE

Heae HFIPPRLREZRELET.

av> R set ipsec { IPSEC-NAME } remote-ip { any | A.B.C.D | FQDN }
noset ipsec { IPSEC-NAME } remote-ip

)¢S —4 | IPSEC-NAME: IPsec JOJ7fI& &K 32 XF

A.B.C.D: IPTRLZ

FQDN : RANZIETE (F]K 253 XF)

e ESGUTIR

Rooster0S> set ipsec ipsec0l remote-ip 10.0.XXX.XXX <IY¥>RZAN
Rooster0S>

YIRAME BN




14. #HFMlDRY ND—07 RLAGEE

e HFAlORY RND—DOF7 RLRAZRELET .

av>UR set ipsec { IPSEC-NAME } remote-network { CIDR }
noset ipsec { IPSEC-NAME } remote-network

)¢S —4 | IPSEC-NAME: IPsec JOJ7M& &KX 32 XF
A.B.C.D/<0-32>: FwhI—97RLZ CIDR ZR

e ESSH
Rooster0S> set ipsec ipsecOl remote-network 192.168.62.1/24
Rooster0S> 1INV RZAS
HIERME RERL

1 5. BFAERFDE

HeAE HEFRHR FZERELET .

v R set ipsec { IPSEC-NAME } remote-id { IDENTIFIER }
noset ipsec { IPSEC-NAME } remote-id

)¢S —4 | IPSEC-NAME: IPsec JOJ7M& &KX 32 XF
IDENFITIER : #iB)F &K 64 XF

e E174
Rooster0S> set ipsec ipsec0l remote-id @responder <Y Rz AN
Rooster0S>

WIERE ERERL

1 6. Rooster fll IP 77 KL XDTE

HeAE Rooster il IP 77 RL X ZHELE T,

O R set ipsec { IPSEC-NAME } local-ip { A.B.C.D | NETWORKNAME }
noset ipsec { IPSEC-NAME } local-ip

)tS—4 | IPSEC-NAME: IPsec JOJ7/ L& &K 32 XF

A_B.C.D: IP7RLZX

NETWORKNAME : 1>4—J1{IE7E

iF ESELE

Rooster0S> set ipsec ipsec0l local-ip 192.168.62.1 <IN RzAD
Rooster0S>

IHRME ERL




1 7. Rooster fllzry D —2077 KL ADEE

Heae Rooster fillry hDO—OF7 RLRZ/RELET .

av>UR set ipsec { IPSEC-NAME } local-network { CIDR }
noset ipsec { IPSEC-NAME } local-network

)¢S —4 | IPSEC-NAME: IPsec JOJ7M& &KX 32 XF
CIDR : IP 7RLZ/<1-32>

e ESSH
Rooster0S> set ipsec ipsec0l local-network 192.168.62.1 <X Rz AN
Rooster0S>

WIHAME RERL

1 8. Rooster {IFE#BIFDRTE

Heae Rooster flF#RIFZHELET .

av>UR set ipsec { IPSEC-NAME } local-id { IDENTIFIER }
noset ipsec { IPSEC-NAME } local-id

)¢S X —%4 | IPSEC-NAME : IPsec JOTJ 71L& &K 32XF
IDENFITIER : #5IF &K 64 XF

EniE ESSH
Rooster0S> set ipsec ipsec0l local-id test@test <X Rz AN
Rooster0S>

YIHAE HERL

1 9. DPD DfERHE

HERE DPD ZfERI 2N ERELET .

av> R set ipsec { IPSEC-NAME } dpd { enable | disable }
noset ipsec { IPSEC-NAME } dpd

J8SX—4 | IPSEC-NAME : IPsec JOTJ 7 (/L% &K 32 XF

enable : B%)

disable : 5

e ESGUTIR

Rooster0S> set ipsec ipsecOl dpd enable <IX>RzAM
Rooster0S>

HIEAE disable




I £ =R o

2 0. DPD @O >45—)VULEE

Heae DPD D1 > —/)ULZEHRELET,

av> R set ipsec { IPSEC-NAME } dpd interval { DPDINTERVAL }
noset ipsec { IPSEC-NAME } dpd interval

)¢S X —4 | IPSEC-NAME : IPsec JOTJ7(IL& &K 32XF
DPDINTERFAL : 1-600  (Bfi : )

e ESSH
Rooster0S> set ipsec ipsec0l dpd interval 60 <IX>RzAS
Rooster0S>

WIHAME 30%

2 1. DPD DAA LTI NERE

HERE DPD DA LTI NEFRELET,

av>UR set ipsec { IPSEC-NAME } dpd timeout { DPDTIMEOUT }
noset ipsec { IPSEC-NAME } dpd timeout

)¢S X —%4 | IPSEC-NAME : IPsec JOTJ 71L& &K 32XF
DPDTIMEOUT : 1-86400  (Bifif : #)

EniE ESSH
Rooster0S> set ipsec ipsec0l dpd timeout 300 <INX>RzAS
Rooster0S>

YIHAE 120 %

2 2. IPsec 7OT7 7 A ILDOAEDFE

Heae IPsec 7OTJ 7 A ILDAEERRELE T,

av> R set ipsec { IPSEC-NAME } description { DESCRIPTION }
noset ipsec { IPSEC-NAME } description

J{SX—4 | IPSEC-NAME : IPsec 7OJ 7 (/L& B 32 XF

DESCRIPTION : XE (¥AEHF. A 64 XF)

e ESGUTIR

Rooster0S> set ipsec ipsecOl description ipsec_memoOl <INX2RZAS
Rooster0S>

YIRAME BN




N 3 CEEE D |

4-6-5. PPTP
PPTP H— /(DR EZITLET,

1. PPTP O —/)DEREE

HERE PPTP & —/)\ZERIINZERELET.

O R set pptp-server { enable | disable }
noset pptp-server { enable | disable }
J\SA—=%4 | enable : &%

disable : fE3h

EniE ESSH
Rooster0S> set pptp-server enable <X Rz AN
Rooster0S>

WIHA(E disable

2. FEETORIILOFE
Mk BETONILERELET.

O R set pptp-server auth [ pap ] [ chap ] [ mschapv2 ]
noset pptp-server auth [ pap ] [ chap 1 [ mschapv2 ]

INSA—-%

e E1741
Rooster0S> set pptp-server auth chap mschapv2 <J¥> Rz A7
Rooster0S>

HIHAME RERL

3. PPTPOSA 7> hOEIDHTIP 7 RLADETE
Hahe PPTP U5+ 77> hDEIDUT IP 7 RLAZRELFT.

<> R set pptp-server lease-ip { A.B.C.D }
noset pptp-server lease-ip

J\SA—-% | AB.CD:IPV7RLX
E ESFTN

Rooster0S> set pptp-server lease-ip 192.168.62.100 <X RzAN
Rooster0S>

IHRME ERL




N 3 UEERE A |

4. PPTPUOSA 7> MIEIDEHTS IP 77 KL ADERIDERTE
ke PPTP U5+ 77> hOEFEMEZRELFT.

<> R set pptp-server lease-num { LEASENUM }
noset pptp-server lease-num

J\SXA—%4 | LEASENUM : &KX 16 (Bf7 : 1&)
EhiE FITH

Rooster0S> set pptp-server lease-num 1 <Y Rz A7
Rooster0S>

YIHAME RERU

5. PPTPOSA T hDA > —T T A RAEQDFHE
Hah PPTP OS5+ 77> hDA 25— I T A ABERELET.

av> R set pptp-server interface { NETWORKNAME }
noset pptp-server interface { NETWORKNAME }

NS A—% | NETWORKNAME : 1 >~ —J A REKEDRY hD—T%

}E E1TH
Rooster0S> set pptp-server interface pptp0 <Y Rz AN
Rooster0S>

YIHAME HERL

R Y RI—DA2H—TTA ADFETEET DT0O MIILIEF. vpn ZIBEL T ZE0N,

6. PPTPH—/VUIP 77 RL ADETE
Hae PPTP 5 —/UIP 7 RLAZHRELFT.

<> R set pptp-server pptp-server-ip { A.B.C.D }
noset pptp-server pptp-server-ip

NS A—=% | AB.CD:IPF7RLX

e E1741
Rooster0S> set pptp-server pptp-server-ip 192.168.XXX. XXX <Y RzAN]
Rooster0S>

HIHAME FERL

7. LCP TO—OfERINTE
Hene LCP TO—E% /W ERELET,

av>R set pptp-server lIcp-keepalive { enable | disable }
noset pptp-server Icp-keepalive { enable | disable }

XS A—%4 | enable : &%
disable : %)

#iF S

Rooster0S> set pptp-server lcp-keepalive enable <IY>RZAJ]
Rooster0S>

YEAfE disable




N 3 CEERE D

8. LCP II1—RMEDETE

Heae LCP TO—DRMEZFRELFE T,

av>UR set pptp-server lIcp-keepalive threshold { LCPTHRESHOLD } interval
{ LCPINTERVAL }

noset pptp-server lcp-keepalive threshold

XS A—% | LCPTHRESHOLD : B5#REI#X 1-10 (B : [=])

LCPINTERVAL : E5fRfFE 1-60 (B : #)

EE e

Rooster0S> set pptp-server lcp-keepalive threshold 6 interval 10
Rooster0S> TIX>RZEAN

YIHAME RERL

9. MTUED:E
Hake MTU OBERELET.

<> R set pptp-server mtu { MTU }
noset pptp-server mtu

J{SA—% | MTU : 576-1500 (Bfif : byte)

e E17H1
Rooster0S> set pptp-server mtu 1400 <Y Rz A7
Rooster0S>

HIHAME FERL

1 0. MRUEDETE

HEE MRU DEZERELFT .

O R set pptp-server mru { MRU }
noset pptp-server mru

NS A—%4 | MRU: 576-1500 (B : byte)
e =174

Rooster0S> set pptp-server mru 1400 <IX2RZAS]
Rooster0S>

YIRAME MERL




11. MPPE{ERDHEE

Heae MPPE OB/ BN ZRELET .
av>UR set pptp-server mppe [ required ] [ no40 ] [ no56 ] [ stateless ]
noset pptp-server mppe [ required ] [ no40 ] [ no56 ] [ stateless ]

INSA=H | —

EE ESGLIR
Rooster0S> set pptp-server mppe required no40 <«IY¥>RzAN
Rooster0S>

YIERME HERL

iz FREEA RIS MSCHAP-V2 ZIEEUIBS(CHAMIRERE T

12, OJA>1—YDEE

HAE OJA>1—Y&{/ELFY. (EHRTEDTERE. &KX 164)

O R set pptp-server login username { USERNAME } password { PASSWORD }
[ ip { A.B.C.D } ] [ description { DESCRIPTION } ]

noset pptp-server login username { USERNAME }

J\SA—%4 | USERNAME : 3RSF1—H4%&

PASSWORD : 23/ {XD— R

AB.CD:EEIP7RLX

DESCRIPTION : XE (HFARHF. &K 64 XF)

iF ESFLE

Rooster0S> set pptp-server login username user0l password pass01
description user_01 <Y RzA7
Rooster0S>

HIHAE FERL




4-6-6. L2TP/IPsec

L2TP/IPsec B —/\DEEEITLVET,

1. L2TP/IPsec U—/\ODfERINIE
ik L2TP/IPsec U —/ V& (BT BNERELET.

O R set I2tp-ipsec-server { enable | disable }
noset I12tp-ipsec-server { enable | disable }
J\SA—%4 | enable : B

disable : #E%)

EniE ESSH
Rooster0S> set l2tp-ipsec-server enable <JX>Rz AN
Rooster0S>

WIHA(E disable

2. L2TP/IPsec b —/\IP 77 RL A D&E

HEE L2TP B —/VIP 7 RLRZHELE T,

<> R set 12tp-ipsec-server 12tp-server-ip { A.B.C.D }
noset I2tp-ipsec-server l12tp-server-ip

INSA—-% | AB.CD:IPF7RLX

e E174
Rooster0S> set 12tp-ipsec-server I2tp-server-ip 192.168.XXX.XXX
Rooster0S> TIX>RZAD
HIHAME RERL

3. L2TP/IPsec Z{EA >4 —2J T+ ADFHIE
Hahe 2tp(ipsec /Wy MERMET B> H—ITARERELET. (EEGRETLE. 8A 2 14)

av>R set I2tp-ipsec-server ipsec-listen { A.B.C.D | NETWORKNAME }
noset 12tp-ipsec-server ipsec-listen { A.B.C.D | NETWORKNAME }
JINSA—=% | AB.CD:IP7RLX

NETWORKNAME : v hD—20%&

e ESFLE

Rooster0S> set I2tp-ipsec-server ipsec-listen 192.168.XXX.XXX
Rooster0S> TN RZEAS

YIHAME RERU




4. )\v2a7)ITUXLDEE
Hake Ny aATILTUXLERELET,

av>UR set I12tp-ipsec-server hash { md5 | shal | sha256 | sha384 | sha512 }
noset I2tp-ipsec-server hash

NSA—=5 | —

e E1741
Rooster0S> set I2tp-ipsec-server hash sha512 <Y Rz A7
Rooster0S>

HIHAME RERL

5. BSE7ITVXLDKE
Mk ESETILTUXLERELET,

av> R set 12tp-ipsec-server encrypt { 3des | aes256 }
noset 12tp-ipsec-server encrypt

INSA=5 | —

e E1761
Rooster0S> set I2tp-ipsec-server encrypt aes256 <X Rz AN
Rooster0S>

HEA(E RERL

6. PFS{EREESKIU DHI)L—TEE
Hae PFS MG E DH UL —THELET.

<> R set I12tp-ipsec-server pfs { enable | disable } group { modpl024 | modpl536
| modp2048 | modp3072 | modp4096 | modp6144 | modp8192}
noset I2tp-ipsec-server pfs

NSA—=4 | —
e ESGUTIR
Rooster0S> set I2tp-ipsec-server pfs disable group modpl536
Rooster0S> 1IN REASD
HIHRME Bt

7. BRIHABRONE
e BHHARERELET.

O R set I12tp-ipsec-server psk { PRESHAREDKEY }
noset 12tp-ipsec-server psk

J\SA—% | PRESHAREDKEY : &KX 64 X=F
iE ESFLE

Rooster0S> set I2tp-ipsec-server psk secretsecret <1Y¥>RzZA7]
Rooster0S>

YIHAME RERU




N 3 CEERE D |

8. FEETJOIILODRTE
Hake BATSO N LERELET,

avUR set I2tp-ipsec-server auth [ pap ] [ chap ] [ mschapv2 ] < (lEB7RE)
noset 12tp-ipsec-server auth [ pap ] [ chap ] [ mschapv2 ]

INSA=H | —

EniE ET TN
Rooster0S> set l2tp-ipsec-server auth chap <JY¥>RzZA7
Rooster0S>

HIHAME BERL

9. USATZRNCEIDHTS IP 7 RLADKIE
Hah OSATLNCEIDS TS IP 7 RLRAERELET.

OTUR set I2tp-ipsec-server lease-ip { A.B.C.D } « (IEFRR)
noset 12tp-ipsec-server lease-ip

NSA=5 | —

EhE EGLIR
Rooster0S> set I12tp-ipsec-server lease-ip 192.168.XXX.XXX «<IY¥> Rz AN
Rooster0S>

WIERME ERERL

10. 347> MNMIEIDHTS IP 7 L RADIERRDERE
Hahe D547 NCEIDETS IP 7 RLADBESERELET.

<> R set 12tp-ipsec-server lease-num { NUMBER }
noset I2tp-ipsec-server lease-num

J\SA—%4 | NUMBER : 1-16  (B{7 : {&)

EniE ESSH
Rooster0S> set I2tp-ipsec-server lease-num 1 <IX>RZ AN
Rooster0S>

WIHAME HERL

11. 5472 DA =T 1A ARDRTE
Hahe D547 RO L2TP/IPsec A >4 — I T A2 =REE LF T,

O R set I12tp-ipsec-server interface { NETWORKNAME }
noset I2tp-ipsec-server interface

NS A—% | NETWORKNAME : 1 >4&—J 1A ZEKEDRY ND—T%

EniE E1761
Rooster0S> set I2tp-ipsec-server interface 12tp0 <Y Rz A7
Rooster0S>

HIHAME HERL

HE Y RD—DOA>2F—TTARADJETI/ET S IO MDILIE. vpn ZIREL T IESL,




12. MTUEDRE
i MTU DBERELET.

av>UR set I2tp-ipsec-server mtu { MTU }
noset 12tp-ipsec-server mtu

JXSA—% | MTU :576-1500 (B[ : byte)
EhiE FITH

Rooster0S> set l2tp-ipsec-server mtu 1400 <I¥>2RzA7]
Rooster0S>

YIHAME RERU

1 3. MRUEDE

Heae MRU DfEZHRELF Y.
av> R set I12tp-ipsec-server mru { MRU }
noset 12tp-ipsec-server mru

JS—% | MRU : 576-1500 (ESfT : byte)
BE 1761

Rooster0S> set I2tp-ipsec-server mru 1400 <X RzZAN
Rooster0S>

IHRME HERL

14. OJA>1—YDHE

HEE OJ/>1—9=/RELFT. (EEEERE. &X 16 1)

O R set 12tp-ipsec-server login username { USERNAME } password { PASSWORD } [ ip
A.B.C.D ] [ description { DESCRIPTION } ]

noset I2tp-ipsec-server login username { USERNAME }

J\SA—%4 | USERNAME : FR5f1—H4%

PASSWORD : B8/ (XD — R

AB.C.D:EFEIP V7 RLX

DESCRIPTION : XE (¥AR#BF. &K 64 XF)

iF ESFLE

Rooster0S> set l2tp-ipsec-server login username user0l password
passwordOl description memomemo <J¥>R&A7]
Rooster0S>

YIHAME RERU




I £ =R

4-6-7. DNST 4 )LD

DNS JAILIUITHA hOT IR EREITSIZENTEET,
1. DNS JaJ)LZPYU>TDRYS —&TFE
tiaE DNS T4 ILFUS T DRI —HEELET .

v R set dns Filter default-policy { accept | reject }
noset dns Filter default-policy

NS A—%4 | accept : ZIHII+3
reject : RIS

EhE ESIR
Rooster0S> set dns filter default-policy accept <IX>RzAM]
Rooster0S>

WIHAE accept

2. DNS J+ )L IHEERTE

Hehe T+ LI DOMBERTEZRITVE T,

a<v> R set dns Filter action { accept | reject } address FQDN [ description
{ DESCRIPTION } ]

noset dns Filter action { accept | reject } address FQDN

JNSA—%4 | accept : FIFHFFB

reject : #EHEID

FQDN : FQDN (&X 253 X5F)

DESCRIPTION : XE (HFARHF. &K 64 XF)

iF ESFLE

Rooster0S> set dns filter action accept address www.sun-denshi.co.jp
Rooster0S> TIX>READ

HIHAE FERL




I £ TR

4-7. HPIHE—F

BPIHE—RERET DI ENTEFT,

4-7-1. RTZ1—)LOERETE

Heae BPFTHE—RRTZ1—ILEREOEN /BN ZEHRELFT .
av>UR set sleep-mode { enable | disable }

noset sleep-mode { enable | disable }
J\SXA—=%4 | enable : B

disable : 3

EE e

Rooster0S> set sleep-mode enable <J¥> Rz A
Rooster0S>

¥EAE disable

4-7-2. AT21—)LERIE

Heae BPITHE—RORTZ1—ILEREELET. (EHERERRE. &KX 74)

av>R set sleep-mode schedule { SCHEDULENAME } suspend { mon | tue | wed | thu |
fri | sat | sun } { HH:MM } resume { mon | tue | wed | thu | fri | sat |
sun } { HH:MM }

noset sleep-mode schedule { SCHEDULENAME }

JXSA—%4 | SCHEDULENAME : IR#E (]RX 16 XF)

sun. mon. tue. wed. thu. fri. sat: HAXR> REH. L >1—LAKEH

HH:MM  : B> R, L2131 — 4Kzl (00:00~23:59)

E ESF

Rooster0S> set sleep-mode schedule aB0-2 suspend mon 21:30 resume tue
04:00 <J¥>RzAS
Rooster0S>

YIFAME FERL

4-7-3. RTZ1—)LZDAEDEN

Heae BPFTHE—RORTZ1—I)LEACAEZBELET,
O R set sleep-mode schedule { SCHEDULENAME } description { DESCRIPTION }
noset sleep-mode schedule { SCHEDULENAME } description

J{SA—4% | DESCRIPTION : XE (HEATHF. BA 64 XF)
BE I

Rooster0S> set sleep-mode schedule aB0-2 description memo <Y~ RzA7]
Rooster0S>

YIHAME RERU




4-8. X—=)L77HT>

A=)V HD> bOFEZITVWE T CCTRELZET NI MINIA =702 3> DA—)LixfEHEEE
TERA=NZET.

4-8-1. A—JLF71I> bOIERIDETE

Hihe A=)V AT bOBRIZERELET,

av>R set mail-account type { smtp-not-encrypted | smtp-over-ssl | smtp-starttls }
noset mail-account type

JXSA—%4 | smtp-not-encrypted : 1 —H3ER5E SMTP (BBS{b/axL)

smtp-over-ssl : 1 —HER5E SMTP over SSL

smtp-starttls : 1 —H3ER5F SMTP STARTTLS

EE e

Rooster0S> set mail-account type smtp-over-ssl <IY¥>RzA7]
Rooster0S>

YIHAME RERL

4-8-2. SMTPH—)\J7 RL XDETE

HHE SMTP B —/{77 RLRZHELFT,

av>U R set mail-account smtp-server { A.B.C.D | FQDN }
noset mail-account smtp-server

XS A—=% | AB.CD:IP7RLX

FQDN : FQDN (&K 253 XF)

e E1741
Rooster0S> set mail-account smtp-server mail . XXX.XX.jp <I¥>RzAS
Rooster0S>

HIHAME FERL

4-8-3. SMTPH—/)\DR— hFESDRIE

HEE SMTP H—/\D/R— hMESZERELEY.

<> R set mail-account smtp-port { NUMBER }
noset mail-account smtp-port

J\SA—%4 | NUMER : 1-65535 D&5H
E e

Rooster0S> set mail-account smtp-port 587 <Y RZAN
Rooster0S>

YIRAME BN




N o weesrois [

4-8-4. SMTPHY—)\DREE S EDNTE

e SMTP B — /DR EZRELF Y.

av>UR set mail-account smtp-auth { plain | login | cram-md5 | digest-md5 | auto }
noset mail-account smtp-auth

JNSA—%4 | plain : PLAIN

login : LOGIN

cram-md5 : CRAM-MD5

digest-md5 : DIGEST-MD5

auto : B—/\[CEDOE THEBN (SRS N ZRIRLET,

}E ESFTN

Rooster0S> set mail-account smtp-auth auto <IY¥> Rz AN
Rooster0S>

YIFAME HERL

4-8-5. X—)L77HDO> bOI—HEZDETE

HEE A=)V AT OISR ZEZELET,

<> R set mail-account username { USERNAME }
noset mail-account username

JISA—% | USERNAME : 1—H4 (BX 64 XF)

e E1741
Rooster0S> set mail-account username abcdefg <Y~ RzZAT]
Rooster0S>

HIHAME RERL

4-8-6. A—)LT7HI> bDINRXT— RODEETE

e A=IVTP PRI hDINRD— REFRELFET .
av> R set mail-account password { PASSWORD }
noset mail-account password

J{S%X—4 | PASSWORD : /(R T— R (8K 255 XF)
EE 171

Rooster0S> set mail-account password pass001 <IY¥>RzAS
Rooster0S>

IHRME ERL




4-9. NUB—

MU —HEESSRESNTCANRY N2 (T D7 U 3 2 2T OMEETS .
RUB—ARD SRELZS, RELETIS3>a> -0 AESIE (&K 164F) ([CHRITULET,

NUH —DEZMETIRD AR NMIUATF ERDET,

& A H—TJIARDYIOTYVT - U DOFT>
J\— hE— bDRE - RRE
MWERAZA—TTAADIP 7 RLZAZAL
—EREORB(EE-T > )
EINAILBEDT > FTFLNIVEL
SunDMS WAN J\— hE— hDFIE - A EFE
iS37]

AR MREDEARERFUT LERDFT,
® settrigger { TRIGGER-NAME } event { link | heartbeat | ip-change | period | antenna-level |
sundms-heartbeat | time | traffic } { PARAMETERS }

FRERUH—ARY hDIERZSREE0,

RUA—TEEIND 7O A EUTFERDET,
® IEBETFRLIAADA—)LEE

AR, XIFE/\AILBEIRR. IPsec DEILE)

BELE NUH—ARY hOBEME - EME

BEREOIT T~

JL— NRERE

TB/IAIVBERERDOER IO 71ILEE

IPsec DEIL - L

TOSEREDOERAEREIUTERDET,

® settrigger { TRIGGER-NAME } action { SEQUENCE } { mail | reboot | trigger | wait | route |
switch-profile | ipsec } { PARAMETERS }

FHEET O3>0 3> OIEEESRESV.

n k1) H B, DRX AEBILTHD 3 HEICEDEBY £T,




4-9-1. ~UBL—OFERERTE

e NUB—REDER. B ZERELEFT., (HEHERETEE. mKA84)
av>UR set trigger { TRIGGER-NAME } { enable | disable }
noset trigger { TRIGGER-NAME }

XS X—% | TRIGGER-NAME : RUH—Di&EER | 32 XF

enable : B

disable : 3

e ESSH
Rooster0S> set trigger testl enable <JIY>RzAN]
Rooster0S>

HIHAME RERL

4-9-2. RNUH—AR K~ U JIREE

Heae U REOZCTEMET D R H—AR> hERELET,

av> R set trigger { TRIGGER-NAME } event link { ifup | ifdown | both } interface
{ NETWORKNAME }

noset trigger { TRIGGER-NAME } event

J{SX—% | TRIGGER-NAME : RUH—DEERZ |KA 32 XF

NETWORKNAME : -1 >4&—J 1A REKEDTRY ND—T%

ifup Uo7

ifdown :U>O5F9>

both U OTYIBLOI S OFT
EhE E4761 :

Rooster0S> set trigger testl event link ifup interface mobilel
Rooster0S> TIX>RZAD

YIFAME FERL




4-9-3. RMUH—ARK~:)\—RE—H

e I\—=hE— hDIREZELTEMET D RUH—A R hERELET .

av>UR set trigger { TRIGGER-NAME } event heartbeat dest-ip { A.B.C.D | FQDN } [ src-ip
{A.B.C.D} ] [ interface { NETWORKNAME } ] mode { reachable | unreachable }
interval { HEARTBEATINTERVAL } threshold { THRESHOLD } timeout { TIMEOUT }

noset trigger { TRIGGER-NAME } event

XS A —%4 | TRIGGER-NAME : ~UH—DXEL |A 32 XF

AB.CD:IP7RLX #*E%E. *Ex

FQDN : &K 253 XF

NETWORKNAME : 1 >4 —J T REDRY NJ—0%

HEARTBEATINTERVAL : /\— ~hE— kD1 >4 —/UL 1-600 (] : )

THRESHOLD : BE 1-10 (BEi7 : @)

TIMEOUT : ping 1 A7~ 1-60  (BfI: )

reachable : FRIBRINAF
unreachable : BRIBKENEF

#iF ESFLE

Rooster0S> set trigger testl event heartbeat dest-ip 1.2.3.4 interface
mobilel mode reachable interval 30 threshold 10 timeout 3

Rooster0S> TIX>REASD
WIHAME RERL
eSS dest-ip sRE T IPsec #I#iFEDRY ND—UZIBE T DIHBE. interface :REZ IPsec DRV NDJ—0& %715

ETN ALTIEZEE0,

4-9-4. MIUH—AR K~ IP7RLZXZAL

Heae IP 7 RLADZACTEMES D NI —AR hERELET,

<> R set trigger { TRIGGER-NAME } event ip-change interface { auto | NETWORKNAME }
noset trigger { TRIGGER-NAME } event

XS X—% | TRIGGER-NAME : ~UH—DRER |A 32 XF

NETWORKNAME : «f > —J T AFKEDTRY NDJ—0%

auto : T IAINL— DA EF—TTA R
EE ESSIR

Rooster0S> set trigger testl event ip-change interface auto
Rooster0S> TN REASD

YIHAME RERU




4-9-5. RNUH—ARZ ~: BEBEANR> S

e EHA(CEMET D U —A R hERELET.

av>UR set trigger { TRIGGER-NAME } event period interval { PERIODINTERVAL }
[ suppress-1st-action { enable | disable} ]

noset trigger { TRIGGER-NAME } event

XS X —%4 | TRIGGER-NAME : ~UH—DRER |A 32 XF

PERIODINTERVAL : BfféIE%E 1-604800 (B : #2)

suppress-1st-action enable : I R> NETHENS. 1EBED7OS 3 >wRESERL
suppress-1st-action disable : B> hETHENS. 1EBIEO7 OIS 3> HRETS

e E1741
Rooster0S> set trigger testl event period interval 600
suppress-1st-action enable <IN RZEATD
Rooster0S>

¥EA(E suppress-1st-action disable

iz ~NUH—=702 3> O0IEEHEZER L CRMREIRZRE L T IZE0,

4-9-6. MIUH—AR KN : T7>FFILANIL

HAE F2TFLNILOREBZEALTEEFT D U —A R MERELET,

av>R set trigger { TRIGGER-NAME } event antenna-level {LEVEL} compare { ge | le }
[{and ]| or } quality {ge | le} { QUALITY } ] interval { INTERVAL } threshold
{ THRESHOLD }

noset trigger { TRIGGER-NAME } event

I{SA—=% | TRIGGER-NAME : h~UN—DRESL &K 32 XF

LEVEL : 7>FFLANJL 0-4

QUALITY : ERMmE(-30~0)

INTERVAL : 725 FLANJLEGEA > —/)UL 10-60 (B4 : 7)

THRESHOLD : B 1-9999 (Bfis : [=])

ge: LEVEL Bk (QUALITY Bl k)
le: LEVEL B{F (QUALITY BUF)

and: 72T FLANI. BRBEORANHICHKIITDIHSICRE
or: 72T F AN, BREBDRGFESSHIHKIIT DIHSICRE

EniE E1761
Rooster0S> set trigger testl event antenna-level 1 compare le interval
60 threshold 10 <IN RZEAS
Rooster0S>

HIHAME HERL

g

\I

T FLARNILDEEE 3-5-5.8728B LTS EEL,
EBREMEB(FO (GEWNWEEEMEICRDET,




I 48 REIN> RO R

4-9-7. RUH—AXR> b~ : SunDMS WAN/\— rE—

e SunDMS WAN /\— b E— hDIRBZELTENET D hUH—A R hEERELF T,

av>UR set trigger { TRIGGER-NAME } event sundms-heartbeat { FQDN } [ interface
{ NETWORKNAME } ] mode { reachable | unreachable } interval { INTERVAL }
threshold { THRESHOLD }

noset trigger { TRIGGER-NAME } event

XS A —%4 | TRIGGER-NAME : ~UH—DXEL |A 32 XF

FQDN : [SunDMS WAN/\—hE— K] DRXA>%

NETWORKNAME : -1 25 —J T REDRY NJ—0%

INTERVAL : J\— hE—h>5—)UL 2-1440 (BfiL : 93)

THRESHOLD : BfE 1-10 (B : [E])

reachable : FRIBRINAE
unreachable : @K BT

iE e

Rooster0S> set trigger testl event sundms-heartbeat
heartbeat-xxxxxxxxxxxx.sundms.jp interface mobilel mode reachable

interval 30 threshold 10 TIRREAS
Rooster0S>

YIEAE RERL

(=25 [SunDMS WAN /\— hE— k] O —EXTHERLET.

SEME. HURERBAZ D SunDMS H—EX & TEL 2S00,




48 FHEIN> ROFFH

4-9-8. MUH—ARZ b B

B TEES 2 NS —REZRELE T,

set trigger { TRIGGER-NAME } event time { TIME }
[ { daily

] weekly [ sun ] [mon ] [ tue ] [wed J [ thu ] [ fri ] [ sat ]

| every-other-week { sun | mon | tue | wed | thu | fri | sat }

| monthly
{ DAY-OF-MONTH

| week { WEEK-OF-MONTH } { sun | mon | tue | wed | thu | fri | sat }

3

31
noset trigger { TRIGGER-NAME } event time { TIME }

INSA—=%

TIME : RUH—%=RITT 0% (hh:mm 24 BRIER)

daily : BEIEERZICENMET D (ABSTIAE

weekly : EEIETEE R DIBERXI (CEIMET D

every-other-week: FRBE1EEREH DISTERZ(CEIET D (FRIB(X1SO 8601 TEE SN DBEHFSHNEHEDIE)
monthly : BHIEEBRDIEERZICEMET D

week : BRIBESINCE - BEHDIBERZ(CEMET S

sun~sat : i g BEBAEIETE T B (weekly DIBEDIHELIETETIEE
DAY-OF-MONTH : £t 9 2H%&EEISD 1-31 (Bfi: H)
WEEK-OF-MONTH : £t 9 2:B%EE IS 1-5 (B :EE)

BF

ESELE

Rooster0S> set trigger testl event time 03:00 monthly week 1 sun
Rooster0S> TINREAS

HHAfE

HERU
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I 48 REIN> RO EELY

4-9-9. MUH—AR N :BEE

e AF—TITARDBEETIMEIT D NIH—AR> hEFRELET,

av>UR set trigger { TRIGGER-NAME } event traffic { tx | rx | both } { ge | le }
{ SIZE } kbytes interface { NETWORKNAME } interval { INTERVAL }

noset trigger { TRIGGER-NAME } event

XS X —%4 | TRIGGER-NAME : ~UH—DRER |A 32 XF

tx 1 X5/ v hZEERT D

rx : 5/ v hEERT D

both : XE+ZME/\Tw hEERTD

ge: SIZE A ETANRY hREE
le: SIZE LT TANRY hRAE
SIZE : Y1 X 0-1048576 (E{i : kByte)

NETWORKNAME : BRI DRy ND—DA>2F—-T 11 R%E
INTERVAL : BEEF T v URIME 1-60 (BfI: 53)

e E1761
Rooster0S> set trigger testl event traffic tx ge 10 kbytes interface wan
interval 5 <IN RZEAD
Rooster0S>

HEA(E RERL

21 B —ORESAZ2IE BIEEF TV URRORIRIBRICIRDET.




48 FHEIN> ROFFH

4-9-10. MUH—=770>3> 1 A=)l

AN NREERHCA—IEXET DT I3 > ZRELEFT.

set trigger { TRIGGER-NAME } action { SEQUENCE } mail { MAILADDRESS } [ from
{ MAILADDRESS } ] [ title TITLE ] [ message MESSAGE ] [ notice-ip interface
{ auto | NETWORKNAME } 1]

noset trigger { TRIGGER-NAME } action { SEQUENCE }

ISA—%

TRIGGER-NAME : h~UH—DEEZ &K 32 XF
SEQUENCE : /> hDEIEIESE 1-9999
MESSAGE : XA—)LANZRET D, A 1024 /)1~ [BAREBAHT (UTF-8) ]
WIPNZEAND EAVE—(CIP 7 RLUANAS.
%PROFILE{PROFILENUMBER}_SIM% C{PROFILENUMBER} CiEEcN/= 07 7 )LD SIM #FEA
RENA D,
c SIMBMEAESNTLDIEE AR
c SIMBMBASTNTULIRNES : KIFA
IBELETOT7ZAILRENRWNES : TOT7AMILKEE
MAILADDRESS : X—JL7 RL- X
TITLE : X—=JL5FA ML T|&K 1024 )\« & [BAREAST (UTF-8) ]

NETWORKNAME : :RESNeA A —TTAADIP 7 RLAZBIT D1 >4 —T T EREDFRY
~NJ—0%

auto : T IAINIL— R DA2EA—TTAADIP 7 RLR

iF

EI

Rooster0S> set trigger testl action 1 mail to_mailaddress@mail . xxxx from
from_mailaddress@mail .xxxx notice-ip interface auto <I¥>RZAN]
Rooster0S>

IHRME

4-9-11. NUH—=70> 3> : BEEE)

Hehe AR MRERKICHBESSED 723> ZEELET.
<> R set trigger { TRIGGER-NAME } action { SEQUENCE } reboot { system | mobile |
ipsec }
noset trigger { TRIGGER-NAME } action { SEQUENCE }
NS A—%4 | TRIGGER-NAME : MUH—DFEESL &K 32 XF
SEQUENCE : /> hOEIEIEE  1-9999
system : AMAFHILH
mobile : /A JLIBISIHKDEILLED
ipsec : IPsec MEICEN
EniE E1761
Rooster0S> set trigger testl action 1 reboot system <Y Rz AJ]
Rooster0S>
HIHAME HERL
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N o weesrois [0

4-9-12. NUH—F7O>3> : MUKH—

e AR MREER(CRERHD N H—REDE /B2 teE 37023 >R ELET.

OTUR set trigger { TRIGGER-NAME } action { SEQUENCE } trigger { TRIGGER-NAME }
{ enable | disable | handover }

noset trigger { TRIGGER-NAME } action { SEQUENCE }

XS X —%4 | TRIGGER-NAME : ~UH—DRER |A 32 XF

SEQUENCE : /> hOEEIEZE 1-9999

enable : IEEENZ MU H—DBEME
disable : IEE SNz bV —DERME
handover : ZMD KUK —&MD NUH—DBEDEDEANEX

e ESGUTIR
Rooster0S> set trigger testl action 2 trigger testl_subtrigger handover
Rooster0S> TIRVRZAN
YIRRME HIERL
w& HREI D NUA—BEOEY /EBNEESEBDITLETETT .

BU. BEDKJUH—(C3 LT handover Z1ETE UTIBEOEEIFMRIELEE Ao

4-9-13. NUH—=770>3> :Jx1 b

Heae AR MRERC—ERBZF D7 IS 3a>ZRELEFT.

<> R set trigger { TRIGGER-NAME } action { SEQUENCE } wait { WAITSEC } [ variance
{ enable | disable } ]

noset trigger { TRIGGER-NAME } action { SEQUENCE }

XS X—% | TRIGGER-NAME : ~UH—DRER |A 32 XF

SEQUENCE : /> hOEEIEE 1-9999

WAITSEC : #5585/ 1-7200 (A7 : #2)

variance : enable (REDHZE. WAITSEC ZRAE T IRIEESZF— &I DEMUBELEIC L > THEER
PZELET . disable FHEPRIBEEDHS(E WAITSEC DEFERHEIERDET,

e E1741
Rooster0OS> set trigger testl action 3 wait 600 <1I¥>RzA7]
Rooster0S>

HIHAME RERL

&8s ~UH=702 3> (F BRTHEITE /RO ZHBNERSRRVKS (CRBURESZE0.




N o s o [0

4-9-14. NUBL—F0>3>:)l—b

e AR MRERICREZBIN/HIBRETD 7O 3 >=RELUET.

av>UR set trigger { TRIGGER-NAME } action { SEQUENCE } route { add | remove } network
{ CIDR } nexthop { A.B.C.D | NETWORKNAME } [ metric { NUMBER } 1]

noset trigger { TRIGGER-NAME } action { SEQUENCE }

XS A —%4 | TRIGGER-NAME : ~UH—DXEL |A 32 XF

SEQUENCE : /> hOENMEIRE  1-9999

AB.CD:IP7RLX

CIDR : IP 7 RL-X/1-32

NETWORKNAME : 1 > —J 1A ABEDRY hT—T%&

NUMBER : X MUY ODERTE 1-255

e ESGUTIR
Rooster0S> set trigger testl action 4 route add network 192.168.0.0/24
nexthop mobilel TIN>REAN
Rooster0S>

¥EAE RERL

4-9-15. NUH—770>3> : JOJ7AI)ILEE

Hehe AR MREERCIEELETOI 7AILICHERI D773 > &2 RELET.

<> R set trigger { TRIGGER-NAME } action { SEQUENCE } switch-profile
{ PROFILENUMBER }

noset trigger { TRIGGER-NAME } action { SEQUENCE }

JNSA—=%4 | TRIGGER-NAME : KUN—DKESL &K 32 XF

SEQUENCE : /> hOEIEIEE  1-9999

PROFILENUMBER : ZOJ77)L&ES 1-8

E ESFTN
Rooster0S> set trigger testl action 5 switch-profile 2 «<JY>RzZAS
Rooster0S>

YIHAME HERL

21 FO2 3 RTHR YDBRBOBFZEDRT S NS —ZRETDIHE. WAT 7O 3>zZANTs

A2 RZEzHBEHLET, (5 912E)




N o s o [

4-9-16. MUH—770>3> : IPsec

e AR NREERS(CRTERHD IPsec TOT 7 (I EB/ BHCEB T D702 a>wRELFET,

avUR set trigger { TRIGGER-NAME } action { SEQUENCE } ipsec { IPSEC-NAME }
{ enable | disable }

noset trigger { TRIGGER-NAME } action { SEQUENCE }

XS A —%4 | TRIGGER-NAME : ~UH—DXEL |A 32 XF

SEQUENCE : /> hDEMEIESE  1-9999

IPSEC-NAME : IPsec 7O 77 L%

enable : IPsec 7O 7 7 1 )LDBEMHL
disable : IPsec 017 7 -1 JLODEENE

e E1761
Rooster0S> set trigger testl action 2 ipsec ipsec_profilel disable
RoosteroS> TNV RZEAND
WIERME RERL

2 BRCEMELTOWDIRENS BICEMELZES. —B IPsec Ly 3> ZtIMILET .




4-9-17. MU —D=EH!
LTS RUH— ke m AT 3R EMERUET,

o T/\1)LBESHADBEREEEDER. EELAIL 2 UTFH 300 BREHEWZS/N\v o7y FT70O
T7ILICHIDEDD, IDBXE 0 DBBUIESTICEY

set mobile enable

set mobile default-profile 1

set mobile sim 1 enable

set mobile sim 1 carrier kddi

set mobile sim 1 mvno disable

set mobile sim 2 enable

set mobile sim 2 carrier nttdocomo

set mobile sim 2 mvno disable

set profile 1 apn au.au-net.ne.jp

set profile 1 username Xxx@ax.Xx.XX.XxX

set profile 1 password xx

set profile 1 sim 1

set profile 2 apn mopera.net

set profile 2 sim 2

set trigger samplel event antenna-level 2 compare le interval 10 threshold 30
set trigger samplel action 1 trigger samplel disable
set trigger samplel action 2 switch-profile 2

set trigger samplel action 3 wait 1800

set trigger samplel action 4 switch-profile 1

set trigger samplel action 5 wait 300

set trigger samplel action 6 trigger samplel enable

apply config

® PV RLAZERDA—ILIBIHTD

set trigger sample2 event ip-change interface mobilel

set trigger sample2 action 1 mail to@example.com from from@example.com notice-ip interface
mobilel

apply config

® SunDMS WAN /\— hE— FDBERIBIREED 10 DBIFE T 3EEWLVES S X T AL BIRE T D

set trigger sample3 event sundms-heartbeat heartbeat-xxxxxxxxxxxx.sundms.jp interface mobilel
mode unreachable interval 10 threshold 3

set trigger sample3 action 1 reboot system
apply config




® SIM2 HERK D DRX2 B DEIT IPsec TDTLERER

PC1 DRX2 PC2

(NYAE-Ja
BINNILTOT7AI %, EHEERSS—/CIP AD/\— RE— RTYDEZX S
IPsec 7OJ 7 JL%. DRX2 DIHET S SIM DA (ICTIDEZXS

SRTERIE
DRX1 LAN IP 77 RL-Z (4 192.168.62.1. DRX2 LAN IP 77 RL X (4 192.168.65.1
ENXIILTOT 7L, EESNE SIM2EBICTOT 7L 1,2
IPsec 7O 71ILIETFIL v TE—RT. DRX1 (& SIM3,SIM4 ZNZINT ipsecO, ipsecl

RE/INSA—H
XX XX @ &R g—/ NP,
AAAA:SIM3®DIP, B.B.B.B: SIM4®D IP
DRXL (/=>T—%fll) O NUH—EE
set trigger DefaultProfileToBackup enable

set trigger DefaultProfileToBackup event heartbeat dest-ip X.X.X.X interface mobilel mode unreachable
interval 20 threshold 6 timeout 3

set trigger DefaultProfileToBackup action 1 trigger DefaultProfileToBackup disable
set trigger DefaultProfileToBackup action 2 switch-profile 2

set trigger DefaultProfileToBackup action 3 wait 180 variance disable

set trigger DefaultProfileToBackup action 4 trigger BackupProfileToDefault enable

set trigger BackupProfileToDefault disable

set trigger BackupProfileToDefault event heartbeat dest-ip X.X.X.X interface mobilel mode unreachable
interval 20 threshold 6 timeout 3

set trigger BackupProfileToDefault action 1 trigger BackupProfileToDefault disable
set trigger BackupProfileToDefault action 2 switch-profile 1

set trigger BackupProfileToDefault action 3 wait 180 variance disable

set trigger BackupProfileToDefault action 4 trigger DefaultProfileToBackup enable

set trigger IPsecBackupStart enable

set trigger IPsecBackupStart event period interval 60

set trigger IPsecBackupStart action 1 trigger IPsecBackupStart disable
set trigger IPsecBackupStart action 2 trigger IPsecDisablel disable
set trigger IPsecBackupStart action 3 trigger IPsecDisable2 disable
set trigger IPsecBackupStart action 4 ipsec ipsecO disable

set trigger IPsecBackupStart action 5 ipsec ipsecl disable

set trigger IPsecBackupStart action 6 trigger IPsecEnablel enable

set trigger IPsecBackupStart action 7 trigger IPsecEnable2 enable

set trigger IPsecEnablel disable

set trigger IPsecEnablel event heartbeat dest-ip A.A.A.A interface mobilel mode reachable interval 10
threshold 3 timeout 3

set trigger IPsecEnablel action 1 trigger IPsecEnablel disable
set trigger IPsecEnablel action 2 trigger IPsecEnable2 disable
set trigger IPsecEnablel action 3 ipsec ipsecl disable
set trigger IPsecEnablel action 4 ipsec ipsec0 enable
set trigger IPsecEnablel action 5 trigger IPsecDisablel enable




set trigger IPsecEnable2 disable

set trigger IPsecEnable2 event heartbeat dest-ip B.B.B.B interface mobilel mode reachable interval 10
threshold 3 timeout 3

set trigger IPsecEnable2 action 1 trigger IPsecEnablel disable
set trigger IPsecEnable2 action 2 trigger IPsecEnable2 disable
set trigger IPsecEnable2 action 3 ipsec ipsecO disable
set trigger IPsecEnable2 action 4 ipsec ipsecl enable
set trigger IPsecEnable2 action 5 trigger IPsecDisable2 enable

set trigger |IPsecDisablel disable

set trigger IPsecDisablel event heartbeat dest-ip A.A.A.A interface mobilel mode unreachable interval
10 threshold 6 timeout 3

set trigger IPsecDisablel action 1 trigger IPsecBackupStart enable

set trigger IPsecDisable2 disable

set trigger IPsecDisable2 event heartbeat dest-ip B.B.B.B interface mobilel mode unreachable interval
10 threshold 6 timeout 3

set trigger IPsecDisable2 action 1 trigger IPsecBackupStart enable

DRX2 (LXRAA) o SUH—EEE
set trigger DefaultProfileToBackup enable

set trigger DefaultProfileToBackup event heartbeat dest-ip X.X.X.X interface mobilel mode unreachable
interval 30 threshold 6 timeout 3

set trigger DefaultProfileToBackup action 1 trigger DefaultProfileToBackup disable
set trigger DefaultProfileToBackup action 2 switch-profile 2

set trigger DefaultProfileToBackup action 3 wait 150 variance disable

set trigger DefaultProfileToBackup action 4 trigger BackupProfileToDefault enable

set trigger BackupProfileToDefault disable

set trigger BackupProfileToDefault event heartbeat dest-ip X.X.X.X interface mobilel mode unreachable
interval 30 threshold 6 timeout 3

set trigger BackupProfileToDefault action 1 trigger BackupProfileToDefault disable
set trigger BackupProfileToDefault action 2 switch-profile 1

set trigger BackupProfileToDefault action 3 wait 150 variance disable

set trigger BackupProfileToDefault action 4 trigger DefaultProfileToBackup enable




I sl

4-10. EIRHIE

DRX OEFEDHIHZITVNET,

4-10-1. J\— RO 7EIEHEHOFERRE

Heae I\—= RO 7ERFIEHOER/ EEREZITVET.

av>UR set auto-reboot hardware { enable | disable }
noset auto-reboot hardware { enable | disable }
NS A—%4 | enable: B%

disable : &3

iE e

Rooster0S> set auto-reboot hardware enable <Y Rz AN
Rooster0S>

¥EAE disable

4-10-2. J\— RO 7EREHIEHOZFEBENIC XD HEICH

HeHE BEUZEHENRARY D EHIEEETVET,
av>R set auto-reboot hardware interval { INTERVAL-DAYS }
noset auto-reboot hardware interval

JUSAX—%4 | INTERVAL-DAYS : 1-7 (¥£I: H)
iF ESELE

Rooster0S> set auto-reboot hardware interval 7 <Y RzAD
Rooster0S>

IHRME 1

4-10-3. /\— RO T 7ERHHHIC KD BEBDHEERE

HAE BEUHRICHBESZITVET.

av>R set auto-reboot hardware reboot-time { INTERVAL-HOUR } { INTERVAL-MIN }
noset auto-reboot hardware reboot-time

JXSX—% | INTERVAL-HOUR : 0-23 (B3I : B)

INTERVAL-MIN : 0-59 (B : 53)

E e

Rooster0S> set auto-reboot hardware reboot-time 21 30 <X RZAS
Rooster0S>

YIRAME HERL




4-10-4. VI b1 7EIRFIHOEHGTE

e VD MO 7ERHEOER/ EEEETVET,
av> R set auto-reboot software { enable | disable }

noset auto-reboot software { enable | disable }
J\SXA—%4 | enable : B

disable : ##%h
EhE EI
Rooster0S> set auto-reboot software enable <Y Rz AN
Rooster0S>
¥EA(E disable

4-10-5. VI b T 7EREHIHIC KBRS OHFETE

Hihe BE LIcAR(CEEEZITVET,

av>R set auto-reboot software reboot-time { INTERVAL-HOUR } { INTERVAL-MIN }
noset auto-reboot software reboot-time

JXSA—%4 | INTERVAL-HOUR : 0-23 (BHfif : BF)

INTERVAL-MIN : 0-59 (BEfiL : 43)

EhE ESSIR
Rooster0S> set auto-reboot software reboot-time 21 30 <Y RZAD
Rooster0S>

HHAME 00

4-10-6. VI hD T 7EBIRHIENIC KD BEILEHEIRNE

Hehe BEBERSREZITVET.

<> R set auto-reboot software interval type { days | week }
noset auto-reboot software reboot-time

NS A—%4 | days: BEUETE (set auto-reboot software interval days) TEMF

week : BEE3EE (set auto-reboot software interval week) TEIE

E e

Rooster0S> set auto-reboot software interval type week <Y RZAS
Rooster0S>

WIERME days




I o e o [

4-10-7. VI bD T 7EIRFIHOZEBEIC K DBEIENHETE

HEE EBEULZBHNERT S EBRESZITVET.

av>UR set auto-reboot software interval days { INTERVAL-DAYS }
noset auto-reboot software interval days

J\SA—%4 | INTERVAL-DAYS : 1-7 (¥£I: H)
#iF ESFLE

Rooster0S> set auto-reboot software interval days 7 «<JX>RzZAS
Rooster0S>

HIFAE 1

4-10-8. VI DT 7EIRGIHIC L DHESDEHRTE

HEE EEUERICHESZITVET.

v R set auto-reboot software interval week [ sun] [mon] [ tue ] [wed ] [ thu]
[ fri ] [ sat ]

noset auto-reboot software interval week [ sun] [mon] [ tue] [wed ] [ thu ]
[ fri ] [ sat ]

XS A—%4 | sun. mon. tue. wed. thu. fri. sat

EE e
Rooster0S> set auto-reboot software interval week sun sat <JY>RZAJ
Rooster0S>

HIHRME Bt

e TERIEE CHIICE I DEARKRELET,

sun. mon. tue. wed. thu. fri. sat




I £ =R

4-10-9. VI b 7EIRGIEHIC KD HEEBIRRE D) BUEEEDIERETE

e BB ODBIEEROBR,/ B EZITVET .

av>UR set auto-reboot software variance { enable | disable }
noset auto-reboot software variance { enable | disable }
NS A—%4 | enable: %

disable : ##%h
EhE EI
Rooster0S> set auto-reboot software variance enable <IX>RzZAS
Rooster0S>
¥EA(E disable

4-10-10.V 7 b x 7EIRFIEHIC K 2D BB DR E DD RREE R D% E

HHE BRSO ERZRELET.

av>R set auto-reboot software variance time { VARIANCETIME }
noset auto-reboot software variance time

J\SA—%4 | VARIANCETIME : 1-120 (B : 93)
iF ESELE

Rooster0S> set auto-reboot software variance time 60 <IY¥> Rz AN
Rooster0S>

IHRME HERL




4-11. E)\A)LiBfEim=R

T/ AILBERRDFHEZLET .

4

-11-1. E)NAI)L

E/)AILDIEHEY SIM BRI EDREZ LUET .

1.

T/ A LBEDEMRE

e

a3 AE

OX> ROFFH

HEE ENAIBEZERTINERELET .

O R set mobile { enable | disable }
noset mobile { enable | disable }

J\SA—%4 | enable : &%
disable : %)

EhE eI
Rooster0S> set mobile enable <Y Rz AN
Rooster0S>

HEAfE enable

2.

B —EXEERFOERETOT 7 1 LIEE

HEE H—-EXEFHFOEGETOT 7 IV EEELEY.

<> R set mobile default-profile { PROFILENUMBER }
noset mobile default-profile

/XS A—%4 | PROFILENUMBER : 7O J 71L& 1-8

EniE E1741
Rooster0S> set mobile default-profile 1 <IY¥>RzZA7]
Rooster0S>

HIHAME BERL

3.

SIM OfEREETE

t4ee SIM Z BRI INERELET,

av> R set mobile sim { 1 | 2 } { enable | disable }
noset mobile sim { 1 | 2 } { enable | disable }

JNSA—=% | NUM: SIM XOv &S 1-2

#iF S

Rooster0S> set mobile sim 1 enable <Y RZAN]
Rooster0S> set mobile sim 2 enable <Y RZAN]
Rooster0S>

HEAME SIM1 : enable
SIM2 : disable

120




4. SIM DBEEEENT

e SIM DBESEEZHRELET,

av>UR set mobile sim { 1 | 2 } carrier { nttdocomo | kddi | softbank | roaming }
noset mobile sim { 1 | 2 } carrier

JXSA—%4 | nttdocomo : NTT RIE
kddi : KDDI

softbank : Y I bJ\> 2 DRX5010 DRX5002

roaming : O—=>7%

EhE ESIR
Rooster0S> set mobile sim 1 carrier nttdocomo «<1Y¥>RzZAN]
Rooster0S> set mobile sim 2 carrier kddi <IN RZEAD
Rooster0S>

WIERME roaming

5. BEFEFEED MVNO DERERTE

HERE BIEFEED MYNO ZERIT DN ZRELFET.

O R set mobile sim { 1 | 2 } mvno { enable | disable }
noset mobile sim { 1 | 2 } mvho

JNSA—%4 | enable : B% (MVNO ZERLET)

disable : 3% (MNO 2B ULEY)

E e

Rooster0S> set mobile sim 1 mvno disable <IX>RzZAS
Rooster0S> set mobile sim 2 mvno enable <IX>RZEAS

Rooster0S>
WIERME disable
iz BEEEENTEN nttdocomo X (& roaming DIFE.

AERTE(FENCIRDFT,

6. SIM® PIN1 J— RE&E

t4ee SIM®D PIN1 J— RZEZRELUET .

av>U R set mobile sim 1 pincode { PINCODE }
noset mobile sim 1 pincode

JNSA—% | PINCODE : ¥ 4 XF
El AT

Rooster0S> set mobile sim 1 pincode 1234 <X RzAS
Rooster0S>

IHRME ERL




7. SMS WakeOn O{EFIESTE
t4ee SMS WakeOn ZFRT W &R ELET,

av>UR set mobile wakeon sms { enable | disable }
noset mobile wakeon sms { enable | disable }
JNSXA—=%4 | enable : B

disable : fE3)

EE e

Rooster0S> set mobile wakeon sms enable <Y RZAS
Rooster0S>

¥EA(E disable

8. SMS Wake On DR+ —:57F

e SMS Wake On DR+ —ZRELF T

av> R set mobile wakeon sms key { KEY }
noset mobile wakeon sms key

IS A—4 | KEY : H#ES 16 XF

e ESGUTIR
Rooster0S> set mobile wakeon sms key 12345678 <Y RzZAS
Rooster0S>

YIERME RERL

9. SMS Wake On DFFEEEFEHESDHRE
HEE SMS Wake On DFREEBFEESZRELF I (BHEREDRE. =X 16 1)
O R set mobile wakeon sms phone-number { PHONE-NUMBER } [ description

{ DESCRIPTION } ]
noset mobile wakeon sms phone-number { PHONE-NUMBER }

JNSA—%4 | PHONE-NUMBER : 0-9,-*f&T—- (J\A7R>) ZEHEHF 2~19 XF
DESCRIPTION : EBEESAEFHARKTF. /K 64 XF)

e E17H
Rooster0S> set mobile wakeon sms phone-number 09012345678 description
number-1 TIXN>REAN
Rooster0S>

IHRME ERL




10. B/\AILBEHEKRNMERT D7 >TFTDKE

e ENAIVBETERI DT FZRELFT.

av>UR set mobile antenna { built-in | external }
noset mobile antenna

JNSA—=%4 | built-in : REBT7>FF

external : #8807 > >3

EhE ESSYIR
Rooster0S> set mobile antenna external <IY¥2RzAN
Rooster0S>

¥EA(E built-in

11. B/\1LEERRZEEHUZY bOERRE

HERE E/\ILBEHRZEESUEY hIBINEDIHIERELEY.
av>UR set mobile auto-reboot { enable | disable }
noset mobile auto-reboot { enable | disable } }
NS A—% | enable : B

disable : 3

e eI
Rooster0S> set mobile auto-reboot enable <IX>RzZAS
Rooster0S>

EA(E enable

12. B/\1)LEERREE Y SORMRE
Hahe T/ VBERRES U Y NOBBMERELET.

av>U R set mobile auto-reboot interval { INTERVAL }
noset mobile auto-reboot interval { INTERVAL }

JNSA—%4 | INTERVAL : 1~7 (B : B)

iF ESELE

Rooster0S> set mobile auto-reboot interval 7 <X RzAN
Rooster0S>

IHRME 1




4-11-2. OJ7A)L

FEIN> RFFH

1. APN:XIE
HEE APN ZERTELFE Y.
O R set profile { PROFILENUMBER } apn { APN }
noset profile { PROFILENUMBER } apn
J\SA—%4 | PROFILENUMBER : OJ 7 IJL&ES 1-8
APN : FQDN (&K 253 XF)
e ESSH
Rooster0S> set profile 1 apn XXXX.net <IX>Rz AN
Rooster0S>
WIHAME RERL

2. PDPAYATHE

HHE PDP 51 JZIEELET.
QTR set profile { PROFILENUMBER } pdp { ip }
noset profile { PROFILENUMBER } pdp
INSA—=4 | BEARER/SA—F (L ip DHTT,
e E1741
Rooster0S> set profile 1 pdp ip <IY¥ RzAN
Rooster0S>
HIHAME ip

3. 1—Y&EE

HeHE TOT7AIVORECERT D12 ZRELET,
<> R set profile { PROFILENUMBER } username { USERNAME }
noset profile { PROFILENUMBER } username

J\SX—%4 | USERNAME : fK 64 XF

e ESGUTIR
Rooster0S> set profile 1 username name <1X¥>RzAS
Rooster0S>

YIERfE HERL
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4. JXRDT—REE

FEIN> RFFH

Heae AT 7 AIVDOZEECERT D) (RO — RZHRELET,
<> R set profile { PROFILENUMBER } password { PASSWORD }
noset profile { PROFILENUMBER } password

JNSA—%4 | PASSWORD : #AXF5 (&KX 255 XF)

e E1741
Rooster0S> set profile 1 password pass <Y Rz A7
Rooster0S>

WIERME RERL

5. FREETORIILERTE

Heae FB/I\IVBEDORI IO ML ZRELE T,
av> R set profile { PROFILENUMBER } auth { any | pap | chap }
noset profile { PROFILENUMBER } auth
INSA—=% | any : HFCEDESD
pap : PAP
chap : CHAP
e E1741
Rooster0S> set profile 1 auth chap <JY¥>RzAS
Rooster0S>
EA(E any

6. SIMXOvw hSE

HHE JO770ILAMERT S SIM ROy hERELET,
<> R set profile { PROFILENUMBER } sim { 1 | 2 }
noset profile { PROFILENUMBER } sim {1 ] 2 }
JNSA—=% | 1:SIMXOwv 1
2:SIMXXOw k2
e E1741

Rooster0S> set profile 1 sim 1 <JY¥>RzAS
Rooster0S>

YIHAME
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| 48 REIY ROHME R

7. ERTBESEENTE

Heae TOT7AILDEGBEEEEERELFT.

<> R set profile { PROFILENUMBER } pImn { MCC } { MNC }
noset profile { PROFILENUMBER } plImn

J{SX—%4 | MCC : Mobile Country Code (38FD#. 3 XF)

MNC : Mobile Network Code (8iFD#. 2 XFFzld 3 XF)

iE e

Rooster0S> set profile 1 plmn 440 10 <IX>RZAT]
Rooster0S>

YIHAME RERL

i PRI
ASERTOT7 A IUKRE SN/ SIM DBEEFEEEN roaming ([CRESNTLDIBEDHEAENE
ED

© SIM DBEBEENT(CDOTHLTCIZ I4-11-1. BINAILI @ [4. SIM DBEFEERT] 25
BLTLEEL,

$EHETAEIR MCC. MNC [CDEHR U TIE SIM BiTmicBrunahE < a0,

8. MREFHATEE

HAE TOJ7 IV OEER AN ERELE T,

<> R set profile { PROFILENUMBER } rat { 5g-Ite | 5g | Ite }
noset profile { PROFILENUMBER } rat

I\SA—% | Bg-lte : 5G. LTE E55GHEHEOIEE

5g : 5G D+

Ite : LTE D>

iF ESELE

Rooster0S> set profile 1 rat 5g <X RZAS

Rooster0S>
WIERME EERL
9. NRE—RHE
. =}
Hehe JOJ7AILONR E—RZE/ELFT,

O R set profile { PROFILENUMBER } nrmode { nsa-sa | nsa | sa }
noset profile { PROFILENUMBER } nrmode

J\SA—%4 | nsa-sa: NSA. SA EE55EIEHAIEE

nsa : NSA DFHEHTalEE

sa : SA DHIEHTATRE

#iF S

Rooster0S> set profile 1 nrmode nsa-sa < IX>RZAJ
Rooster0S>

IHRME ERL




10. JOJ7AMILOAESRE

HEE TOT7AIILDOAEZRELFT .

<> R set profile { PROFILENUMBER } description { DESCRIPTION }
noset profile { PROFILENUMBER }

/{5 A—% | DESCRIPTION : XE (}HEHF. &K 64 XF)
EfE e

Rooster0S> set profile 1 description abcdef <J¥> Rz A7)
Rooster0S>

YIHAME RERU




| 48 REIV RO JERE]

4-12. FHILAN

AR LAN O EE UE T,

4-12-1. R ANMEBEDBE RS TE

HERe IR LAN Bege 2 ERI I ERELET .
v R set wlan { enable | disable }
noset wlan { enable | disable }
JXSA—%4 | enable : %

disable : %)
EhE E I
Rooster0S> set wlan enable <IN RZEASD
Rooster0S>
HEAME enable

4-12-2. HIRETE— R, Fvr>oXRI)UE. FroRILESDETE

HEE HIRE— REERF v ORIUE. ERF v ORILESERELET,

<> R set wlan mode { 1la | 1la/n | 1lac | 11b | 11b/g | 11b/g/n } [ bandwidth
{ BANDWIDTH } ] channel { auto | CHANNEL }
noset wlan mode

INSA—=4 | BERTE— REICRERRERTF v > &JUE(bandwidth). F+ > &JL(channel)(d. FiEEREZSREE0\,

mode bandwidth (3%) channel
11a (5GHz) - auto | 36 | 40| 44| 48
11a/n (5GHz) 20 auto | 36| 40| 44 | 48
40 auto | 38 | 46
11ac (5GHz) 20 auto | 36 | 40 | 44 | 48
40 auto | 38 | 46
80 auto | 42
11b (2.4GHz) - auto|1|2|3]4|5|6]7|8|9|10|11]12]13
11b/g (2.4GHz) - auto|1]2|3|4|5|6]7|8]9|10|11|12]13
11b/g/n (2.4GHz) 20 auto|1]2|3|4|5|6]7|8]9|10|11|12]13

X - DIFE. HENTETT,

BE 4741 -
Rooster0S> set wlan mode llac bandwidth 80 channel auto <JX>RzAN]
Rooster0S>

YIERfE mode 11a, channel auto

iz R

HBRTE— R T 5GHz (FERNEAICRADET ., BHTIHERLRNTLIZE),




4-12-3. E—> X (ERIIESE

e E—-J X EShRZERELET .

av>UR set wlan beacon-interval { INTERVAL }
noset wlan beacon-interval

J{SX—%4 | INTERVAL : 50-4000  (BEfif : ms)

EE E4761 -
Rooster0S> set wlan beacon-interval 1000 <IN REAND
Rooster0S>

YIERME 100

4-12-4. RTSEMESTE

Hehe RTS RMEZEHELE T,
<> R set wlan rts { BYTE }
noset wlan rts

NS A—%4 | BYTE: 1-2347 (BH{I : byte)

EhE eI
Rooster0S> set wlan rts 2347 <IN RZEAD
Rooster0S>

WIERME 2347

Hae ISR NEMEZSELET .
av>UR set wlan flagment { BYTE }
noset wlan flagment

XS A—%4 | BYTE : 256-2346 (EE{I : byte)

e ESGLTIR
Rooster0S> set wlan fragment 2346 <IN REAND
Rooster0S>

YIERME 2346

4-12-6. SSIDODAEFESRTTE

Hhe SSID ZFHREULFE T,
av>R set wlan list { 1 | 2 } { enable | disable }
noset wlan list { 1] 2 }
JXSA—%4 | enable : B
disable : fExh
EnE ElI
Rooster0S> set wlan list 1 enable <IN REAND
Rooster0S>
YEAfE disable




4-12-7. SSIDOEDSTE

e SSID DfEZEFELET

av>UR set wlan list { 1 | 2 } ssid { SSID }
noset wlan list { 1 | 2 } ssid
JNSA—%4 | SSID : |/HNF &mK 32 XF

e ESGUTIR
Rooster0S> set wlan list 1 ssid drx_wlan <IN REAND
Rooster0S>

YIERME RERL

4-12-8. SSIDRA T )L ABEBEDERERTE

HEE SSID ATV AKBEDEEREZRELFY.

v R set wlan list { 1 | 2 } stealth { enable | disable }
noset wlan list { 1 | 2 } stealth

JNSA—=%4 | enable : B

disable : %)

EE E~ I
Rooster0S> set wlan list 1 stealth enable <IX>RZEAS
Rooster0S>

YEAfE disable

4-12-9. BEMas8(L T DIZHDIIRETE

HEE e EBL T DIEHDRIBERELET .

<> R set wlan list { 1 | 2 } security { wep | wpa | wpa2 | wpa/wpa2 }
noset wlan list { 1 | 2 } security

INSA=% | —

EhE E4761 :
Rooster0S> set wlan list 1 security wpa/wpa2 <IN RZEASD
Rooster0S>

WIERME wpa2




4-12-10.WEP*+—:%7E

e WEP F—Z&EULET,

av>UR set wlan list { 1 | 2 } wep-key { WEPKEY }
noset wlan list { 1 | 2 } wep-key

NS A—%4 | WEPKEY : R¥IXF 5 XFX(d 13 XF

e EGT TN
Rooster0S> set wlan list 1 wep-key 12345 <IN REAND
Rooster0S>

WIERfE MERL

iz security & WEP [CUTSIZEDHRELET .

4-12-11.08=5{b 5T

Hehe ESLARERELET,
av>UR set wlan list { 1 | 2 } crypt-type { tkip | aes | tkip/aes }
noset wlan list { 1 | 2 } crypt-type
INSA=H | —
EniE ESGLIR
Rooster0S> set wlan list 1 crypt-type tkip/aes <IN RZEAT
Rooster0S>
WIERME aes
i security Z WEP LIS DKFCERELFE T,

4-12-12 BBt —BIBAETE

HEEE ES{EF—EESN ZRELFT.
O R set wlan list { 1 | 2 } crypt-key-type { psk }

INSA—% | psk : BRIHEREFE

e ET TN
Rooster0S> set wlan list 1 crypt-key-type psk <IN RZEAS
Rooster0S>

YIERME psk

e psk BEIEL/2DFET,




4-12-13.FaIHBHROETE

48 FHEIN> ROFFH

HEE ERHARERELEY.

OTUR set wlan list { 1 | 2 } psk { PRESHAREDKEY }
noset wlan list { 1 | 2 } psk

IS A —%4 | PRESHAREDKEY : 8 XFELU /A 63 XFUT

EE E I
Rooster0S> set wlan list 1 psk secretsecret <IN RZEAND
Rooster0S>

EAME RERL

iz security 7' WEP LIS DBFICEREULE T

4-12-14.DTIMEIFRDERTE
Heae DTIM RipRZERELE T,
av>UR set wlan list { 1 | 2 } dtim-interval { INTERVAL }
noset wlan list { 1 | 2 } dtim-interval

J{SX—%4 | INTERVAL : 1-100  (Bifiz : [@)

EE eI
Rooster0S> set wlan list 1 dtim-interval 1 <IN REAND
Rooster0S>

YIEAE 1

4-12-15. 3B HEIR DR TE

HEHE REFERERELET.

O R set wlan list { 1 | 2 } update-interval { INTERVAL }
noset wlan list { 1 | 2 } update-interval

JVSA—%4 | INTERVAL : 1-86400  (BH{iI : )

iF ESELE

Rooster0S> set wlan list 1 update-interval 600
Rooster0S>

<IN RZATN

HEAME 600
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48 BEIv> RO [JEEE

4-12-16. 38250 9 BMACY RL A DETE

e ERERI 9D MAC 7V RLRAZIBELE Y, (IEBHERTERIRE. &K 324)

av>UR set wlan list { 1 } mac-filter white-list { XX:XX:XX:XX:XX:XX }
noset wlan list { 1 } mac-filter white-list { XX:XX:XX:XX:XX:XX }
AGD Sk XXXXKXX XX XX XX 1 MAC 77 R X

EE E I
Rooster0S> set wlan set wlan list 1 mac-filter white-list
0X:8X:FX:7X:0X:0X TN REAND
Rooster0S>

EAME RERL

iz SSID 1 D CRERRET Y,

4-12-17. AEDEHTE

Heae AEZBELET,

av>UR set wlan list { 1 | 2 } description { DESCRIPTION }
noset wlan list { 1 | 2 } description

JUSA—% | DESCRIPTION : XE (HARYF. &K 64 XF)

e E1741
Rooster0S> set wlan list 1 description memo_ssidl <IN RZEAT
Rooster0S>

HIHAME RERL

4-12-18. 7514 )\>—t)\L—4 (FHEE) DNTE

HEE TSN —)L—5EEELFET.
O R set wlan separator enable
noset wlan separator

NS A—%4 | enable : FHERTBEART]

disable : FHERIESTIAE

E ESFTN
Rooster0S> set wlan separator enable <IN READ
Rooster0S>

YIERfE Enable

R - SSID1 DF & SSID2 DFHEDEIDIBIEF 5 SDHTE & BfR <BETETI.

- FHRLEEDRE [E— SSID MDFHATEE] 283, BTN TEEY.




4-13. 7HhO> hNEHE

OJA4>7 o> NEBDEREZLET,
AU OB, BEE. M1 -YD28EHDFET,
BIEETIE. 2 TORE. BIENTIETT,
—R%1—TlE. —BPDETE. BIENTIEETT,
cJNRT—REE, {EBERDOI 7L D> O— R, ZENEROEVG
+ SSH EHRDNFRDRE
- OJOEE
- [BIRER

4-13-1. EEETNHD> MRDEE

HEE EREOT NI MRERELET .

av>R set account administrator id { USERNAME }

J\SA—%4 | USERNAME : BEBET7HI> Mg (WIXF - BF T 1 XFBEBRITRINF. 4~32XF)

EE e
Rooster0S> set account administrator id sundenshi <INV REAT
Rooster0S>

YIHAE root

w%& s TADLMREUVTANTERVFIEUATOREDTY.

rooster. suncorp. daemon. ftp. network. nobody. dnsmasqg. unbound.
BRI D> N TERESNIZXFT

- ZOOXRY RIFEFRITENET,

4-13-2. —f&1—Y D7 > MEBEDRTE

HEE —RE 1 —DHREDRR) EIREZITVET.

av> R set account type user { enable | disable }

JXSA—%4 | enable : B%h

disable : #&5h
e ESGUTIR
Rooster0S> set account type user enable <IN READ
Rooster0S>
WIERME disable

&

4-13-3. 7HDI > MBI DERTE

HHE FHOY NEBIERELERT .

O R set account regist id { USERNAME } password { PASSWORD } type { user }

JNSA—=%4 | USERNAME : 71> b (RI\XF - BF T 1 XFHIGHTRNLF, 4~32 XF)
PASSWORD : /{XD— R
user : —f§1—Y




48 FHEIN> ROFFH

iE

e

Rooster0S> set account regist id userl password pass type user
Rooster0S> TR READ

YIHAME

HERL

s

VA REEUVTARTERVWFANEATOEDTY,
root. rooster. suncorp. daemon. ftp. network. nobody. dnsmasq. unbound.
BIEET N> NARE CHRESNIZFS
- set account type user sREN SN TULVRWNEE, COOY> REZEITT D E set account type user :87TE
¥ enable £1XDFET,
« ZOOX > REFEFEITENET,

BRW =23 WS 0— i1 — U REDSIME (C DV TOEEREIR
—H& 1 — T DENIEEZE FW /{—=3 > v3.1.0 BIBT T AdvancedWebUI [CTITD Z5%E T FW /\—
23> v320 BICN\—23 > Py UREBE, TOFEETE CU THI—YoOdroncEx
HA.
1. BE. —E AdvancedWebU! [CT—f&1—HTOJ1>93
2EBEI—HI(CT. ROV R (FHO> hEBINT 3:&E) THRI—HDBINEE
WInNhEiTo>TLIESL,
Fe—mMI—YERIC [RAXZF] (LBl XENEENTVDIEE, RESNE—RI-—TFT7HD>
NIBIEMAINERA. BE—RI-YT7HD> MZEERUBELTLIZE0,
R EBIMUEERERET FW D/N—=3 240> (v3.1.0 BUFD ETHRWTLIZE W,

4-13-4. —f% 1 —HDSSHFHRDETE

HEE —RE1—5 D SSH NHRERELET.
<> R set account id { USERNAME } ssh-server-public-key { PUBLICKEY }
noset account id { USERNAME } ssh-server-public-key
JI\SA—%4 | USERNAME : —f#t1—H%
PUBLICKEY : \Rf### &K 2048byte
e ESGUTIR
Rooster0S>set account id userl ssh-server-public-key AAAAB3Nza...(&
%) . . .U6cv7nN10070WUBhMue38z1FRB5Uhu0ZkskJVot <IN RZEAD
Rooster0S>
HIHRME Bt
e - PUBLICKEY %7E(d. NFH#ET—5D [#HME] ODHEANIULET.
- OOV RIFEIEITENET.
BRI TEITULES(E. NEREAEYICERESNET,




HRh— DX

I BATIBERDAF
DRX ([CEA9 BEFBHRE. BHR—LAR—ZHBAFIBRITENTEET,
Fre. =g > Py ERICOETELUTHEABRLTENET,

s "RBNAR-
https://www.sun-denshi.co.jp/sc/product_service/router/

| TEM - sELaDt
DRX ([CET 2 TERIVPEBOED (L. FRAERRVET .
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